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Preface

The capacities of States to protect human rights have not kept pace with the expansion of global economic activity. As businesses have gained greater economic rights, access to markets and mobility, governments have increasingly failed to find a balance between the power of business and the duty of the State to protect human rights.

In theory, victims of harms caused by or contributed to by business may complain to governmental authorities and seek redress. But all too often those appeals are stymied by the absence of formal remedies within the home state of the victim or the business. Put simply, there is often no recourse for victims of human rights abuse. Where remedies do exist, victims may still be denied access to justice due to a range of legal, financial and political obstacles. Corporate structures may obscure precisely who is responsible for causing harm; jurisdictional obstacles may make transnational cases difficult and costly to litigate; courts or prosecutors may lack the appropriate expertise; corruption or political repression may make any such case impossible. In some States, governments may be unable to protect their citizens’ human rights due to a lack of proper institutions or the fragility of the governance structure.

The concept of human rights due diligence has risen to prominence as a potential tool for meeting the twin challenges of shaping better business behavior and providing access to justice for victims when business fails to meet the standards set by society. Due diligence is not itself a replacement for providing victims with effective redress mechanisms. Rather, human rights due diligence is a means by which business enterprises can identify, prevent, mitigate and account for the harms they may cause, and through which judicial and regulatory bodies can assess an enterprise’s respect for human rights.

The Human Rights Due Diligence (HRDD) Project was launched by the International Corporate Accountability Roundtable (ICAR), the European Coalition for Corporate Justice (ECCJ) and the Canadian Network on Corporate Accountability (CNCA). The Project set out to understand how governments could use their regulatory authority to mandate or encourage businesses to engage in human rights due diligence activity.

At the request of the coalitions that launched the project, we came together as an expert group to receive input and author this final report. We formulated a research survey and plan and sought the advice of legal experts from regions around the globe. Throughout most of 2012, we attended consultations with those legal experts and with civil society from Africa, Asia, Europe and the Americas, listening to practitioners and scholars from a variety of jurisdictions about how due diligence regulation works in their own countries and how it does not. We received many examples of due diligence regulation confirming our initial sense that regulatory due diligence is common to most jurisdictions. But accompanying such examples was a very clear message: many of these regulations are not being fully implemented or enforced by States. We also learned, however, that if States do properly implement these regulations, they can be effective in preventing or mitigating harm. We found that in many cases, existing due diligence regimes concern human rights only tangentially, or even not at all: we found more examples in the area of environmental protection, product safety or
money laundering, than in the area of human rights as such. These are important lessons, and the inputs have had a profound impact on our thinking as we approached the task of describing State practice. Without the invaluable advice and knowledge of all who participated, our task would have been very much more difficult and the result less strong. We are indebted to all of you.

We are grateful to the member organization of the coalitions who invited us to participate in the Project. It has been a privilege to engage in such a timely debate, with as much substance as we could muster, in a short and intense period of consultation. It has been a pleasure to do so with the help of the excellent professionals who have led the Project, Amol Mehra, ICAR; Filip Gregor, ECCJ; and Catherine Coumans, CNCA. All the views and errors are, of course, our own.

Professor Olivier De Schutter  
Professor Anita Ramasastry  
Mark B. Taylor  
Robert C. Thompson
Executive Summary

The United Nations Guiding Principles on Business and Human Rights ("Guiding Principles") affirm that business enterprises have a responsibility to respect human rights, and that States have a duty to ensure that they do so. The Guiding Principles describe the duty of States as including "appropriate steps to prevent, investigate, punish and redress" human rights abuse “through effective policies, legislation, regulations and adjudication.” The Guiding Principles suggest due diligence as an operational means for business enterprises to respect human rights, but the specific options available to States to ensure the implementation of business due diligence are not specified.

The Human Rights Due Diligence Project sought to establish the extent to which the legal systems of States already make use of due diligence regulations to ensure that businesses respect established standards and to describe a range of regulatory options policymakers might use to take the next steps in ensuring businesses respect human rights.

This report is the culmination of Consultations with lawyers and scholars from around the world on the question of how States already use due diligence regulations to ensure that the behavior of business enterprises meets social expectations. The Authors were commissioned by the International Corporate Accountability Roundtable (ICAR), the European Coalition for Corporate Justice (ECCJ) and the Canadian Network on Corporate Accountability (CNCA). Based on a structured set of questions concerning how States ensure due diligence by business, the Authors sought input from experts familiar with a variety of areas of substantive law in the legal systems of countries from every region, including the largest economies, as well as both civil law and common law jurisdictions. The objective of seeking multi-jurisdictional examples was to take into account differences among legal systems and cultures, and varying levels of economic development. This approach allowed contributors to point out distinguishing characteristics of particular regulatory systems in their areas of expertise. The Project ultimately obtained more than 100 examples of due diligence regimes (the "Examples") in more than 20 States, drawn from a wide variety of regulatory sectors. The Authors were also able to draw on their own expertise in business and commercial law, human rights law, national and international criminal law, and environmental law.

The Examples illustrate numerous approaches to the use of regulatory authority in promoting due diligence, as reflected in the Report. The Project is now in the process of preparing a searchable database that contains brief descriptions of the examples, along with legal citations and URLs. The database should be available on the ICAR website shortly after the beginning of the coming year. The Project is considering keeping the database as an ongoing program, to which others could be invited to contribute additional examples. The Authors hope that the database will be of help to State officials, lawmakers, members of civil society and others as they search for ways to implement the human rights due diligence elements of the Guiding Principles.

The principal conclusion of the Report is that States could make far greater use of legal tools to ensure business respects human rights in general and implement due diligence for human
rights in particular. Existing labor, consumer and environmental protection laws, for example, do serve to protect various rights holders. They may also offer opportunities to integrate greater human rights protections into their due diligence regimes. States have therefore developed a range of techniques by which to ensure that business enterprises seek to integrate considerations that are not purely short-term and profit-driven into their decision-making processes: they have imposed various obligations to act with due diligence with regard to a range of values such as consumer protection or the protection of the environment, or the fight against money laundering or human trafficking; or they have created strong incentives to encourage companies to design ways of taking these concerns into account. Human rights now must be given the same degree of attention. Indeed, beyond laws which protect the interests of consumers, workers and the environment, the Authors found little in the way of explicit reference to human rights in the variety of due diligence regimes which exist in the legal systems of most States. States can do much more to utilize their existing regulations as part of the goal to ensure companies conduct human rights due diligence. In addition, in order to consolidate and strengthen existing protections, and to move forward in protecting the full range of human rights, States should look to the full range of regulatory options that make use of due diligence, including those presented in this Report, to ensure business respects human rights.

Drawing on State practice and international standards, the Report finds the following:

First, the Report confirms that the origins of due diligence are neither a creation of the United Nations Human Rights Council nor a voluntary measure for corporate social responsibility. Due diligence originates from legal tools that States are already using to ensure that business behavior meets social expectations, including standards set in law.

The Report establishes that the regulatory due diligence procedures found in a variety of legal systems are consistent with processes described in the Guiding Principles and other international instruments.

The Report describes how the concept of due diligence requirements are found in areas of law that are either analogous to or directly relevant to human rights, such as labor rights, environmental protection, consumer protection and anti-corruption.

The Report also establishes that due diligence requirements can be used to ensure that business enterprises can be held accountable for violations of law, by, for example, overcoming obstacles to effective regulation posed by complex corporate structures or their transnational activities.

The options described in the Report indicate at least four main regulatory approaches through which States can ensure human rights due diligence activities by business. Usually these approaches co-exist within the same jurisdictions and legal systems.

The first approach imposes a due diligence requirement as a matter of regulatory compliance. States implement rules that require business enterprises to conduct due diligence, either as a direct legal obligation formulated in a rule, or indirectly by offering companies the opportu-
nity to use due diligence as a defense against charges of criminal, civil or administrative violations. For example, the courts use business due diligence to assess business compliance with environmental, labor, consumer protection and anti-corruption laws. Similarly, regulatory agencies regularly require business due diligence as the basis upon which to grant approvals and licenses for many business activities.

The second regulatory approach provides incentives and benefits to companies, in return for their being able to demonstrate due diligence practice. For example, in order for companies to qualify for export credit, labeling schemes or other forms of State support, States often require due diligence on environmental and social risks.

A third approach is for States to encourage due diligence through transparency and disclosure mechanisms. States implement rules that require business enterprises to disclose the presence or absence of due diligence activities and any identified harms that their activities may create, such as the presence of child labor in a company’s supply chain. Market participants will then attempt to constrain any identified harms on the basis of a company’s disclosures. For example, securities laws, consumer protection laws and reporting requirements for corporate social responsibility operate on the logic that information serves the interests, and will prompt action by consumers, investors, regulators, and people who might be adversely affected by a business activity.

A fourth category involves a combination of one or more of these approaches. States regularly combine aspects of these approaches in order to construct an incentive structure that promotes respect by business for the standards set down in the rules and ensures that compliance can be assessed in an efficient and effective manner. For example, administrative rules governing environmental protection, labor rights, consumer protection or anti-corruption may require business due diligence as the bases for a license or approval, and may also require regular reporting disclosure of due diligence activities by business. Enforcement of such rules can combine administrative penalties, such as fines, and criminal law sanctions; and the possibility of civil action.

The Report is by no means the final word on which regulatory measures are most effective in ensuring respect for human rights. Extensive State practice with respect to due diligence as a method of regulation is not evidence of human rights protection, nor is it evidence of effective enforcement. In addition, no one form of due diligence regulation will suit all business sectors or address every human rights challenge. The report does not attempt to prescribe which particular regulatory options are best for particular human rights risks. The range of specific economic activities, national legal systems, human rights contexts and the range in business structures, operations and relationships is too varied and diverse for detailed prescriptions in one report. Further work will be necessary at the national and sector-specific levels to elaborate regulatory tools that respond to particular risks to human rights from specific kinds of business activity in a manner appropriate for particular national legal traditions.
I. Introduction

The United Nations Guiding Principles on Business and Human Rights (“Guiding Principles”), which were unanimously endorsed by the U.N. Human Rights Council in June 2011, affirm that business enterprises have a responsibility to respect human rights, and that States have a duty to ensure that they do so. The Guiding Principles suggest due diligence as an operational means for business enterprise to respect human rights, but the specific options available to States to ensure the implementation of business due diligence are not specified.

The Guiding Principles define a corporate responsibility to respect human rights based on business impacts, activities and relationships. In principle, businesses should respect all internationally proclaimed human rights, in part because all rights are potentially at risk of infringement by business. In practice, different business activities have differing human rights impacts. Similarly, the specifics of the human rights context will affect the way certain business activities impact rights. The Guiding Principles identify the interrelationship of business activity and the human rights context as the source of what they refer to as “human rights risks,” defined as “the business enterprise’s potential adverse human rights impacts.”

The Guiding Principles identify human rights due diligence as the principal tool that a business should use to address these risks. This includes the practice of a business enterprise identifying risks related to its activities and relationships, taking steps to prevent its infringement of the rights of others and to account for both sets of actions. The Guiding Principles specifically define due diligence as follows:

17. In order to identify, prevent, mitigate and account for how they address their adverse human rights impacts, business enterprises should carry out human rights due diligence. The process should include assessing actual and potential human rights impacts, integrating and acting upon the findings, and tracking responses as well as communicating how impacts are addressed. Human rights due diligence:

(a) Should cover adverse human rights impacts that the business enterprise may cause or contribute to through its own activities, or which may be directly linked to its operations, products or services by its business relationships;
(b) Will vary in complexity with the size of the business enterprise, the risk of severe human rights impacts, and the nature and context of its operations;
(c) Should be on-going, recognizing that the human rights risks may change over time as the business enterprise’s operations and operating context evolve;

The Guiding Principles make clear that “The responsibility of business enterprises to respect human rights refers to internationally proclaimed human rights – understood as those expressed in the International Bill of Human Rights and the principles concerning fundamental
rights set out in the International Labor Organization’s Declaration on Fundamental Principles and Rights at Work.”

To ensure that companies respect human rights, the Guiding Principles draw on the duty of States to regulate the conduct of private groups or individuals, including business enterprises. The duty to protect human rights is a general duty to prevent and, if prevention fails, to remedy human rights violations that result from the conduct of private parties. It is a duty that extends to all organs of the State. It requires that States take all measures that could reasonably be adopted to prevent the occurrence of a human rights violation. This duty to protect has been affirmed by a large number of decisions of human rights bodies, whether judicial or quasi-judicial, operating under both universal and regional instruments. Under international human rights law, the responsibility of a business to respect human rights includes acting with due diligence in order to avoid violating such rights. International human rights law requires that States ensure that this responsibility is complied with by businesses.

In general terms, the duty to protect from human rights abuse requires States to take "appropriate steps to prevent, investigate, punish and redress such abuse through effective policies, legislation, regulations and adjudication." That includes a range of measures, from providing effective guidance to business enterprises on how to respect human rights, to enforcing laws requiring business enterprises to respect human rights. It includes measures that the State uses to influence the conduct of business actors, whether as regulators, buyers, investors or owners.

Many States already implement such measures that help to ensure respect for human rights; for example, through the enforcement of labor, environmental and certain criminal laws or by ensuring that victims of human rights abuses have access to courts. Such State practices often encourage or require due diligence activities by businesses as a way to ensure respect for standards set by law.

At the same time, States have been working at the international level to clarify what the responsibility of business to conduct due diligence for human rights means. For example, the U.N. Security Council, acting under Chapter VII of the Charter, called upon States to encourage their businesses involved in the trade in conflict minerals to conduct due diligence. The Organization for Economic Cooperation and Development (OECD) and the Intergovernmental Conference on the Great Lakes Region integrated due diligence into their frameworks for multinational enterprises as well as for responsible supply chain management in conflict situations. The European Union has begun to integrate human rights due diligence into their work on corporate social responsibility, as has the International Finance Corporation through a 2011 revision of its Performance Standards.

There is, in effect, an emerging regulatory framework for human rights due diligence, based on international standards and national state practice. This emerging framework defines the nature and scope of business responsibility to conduct human rights due diligence and defines what general processes businesses should follow to identify, prevent and remediate the adverse human rights impacts of their operations.
It is within this landscape of domestic and international efforts that the Authors began their inquiry into regulations and incentives that States could use to ensure businesses conduct due diligence for human rights. Through independent research and global consultations, the Authors gathered evidence of specific legal measures that were effective in generating business due diligence. In particular, the research sought to establish whether or not States commonly use regulation as a means of influencing businesses to conduct due diligence. The research also looked across a diversity of jurisdictions and legal systems and examined whether State-regulated due diligence regimes resulted in business processes coherent with the procedural aspects of the due diligence framework set forth in the Guiding Principles.

The Authors were greatly assisted in their efforts by the generous help of many of the individuals involved in the consultations, who provided detailed written descriptions of due diligence regimes that are already in place, or else have been proposed for adoption, in their own countries. The Project has, to date, obtained nearly a hundred examples of regulatory due diligence regimes from more than twenty States. These examples illustrate numerous approaches to the use of regulatory authority in promoting due diligence, as reflected in this Report. The Project is now in the process of preparing a searchable database that contains brief descriptions of the examples, along with legal citations and URLs. The database should be available on the ICAR website shortly after the beginning of the coming year. The Project is considering keeping the database as an ongoing program, to which others could be invited to contribute additional examples.

The Report is a distillation of State practice to demonstrate the regulatory options that States have used and can further use to ensure businesses conduct human rights due diligence. In Section II, the Report sets forth a range of regulatory options that governments use to ensure business conducts due diligence in areas analogous to or relevant for human rights. The organizing principles in Section II, options supported by examples, reflects a key finding of the report, namely that most, if not all jurisdictions, use common regulatory approaches to require or encourage businesses to conduct due diligence. Section III considers the reach of the due diligence responsibility, examining how due diligence extends to partners of the business enterprise, both at home and abroad, and how due diligence is a responsibility of the entire corporate group, rather than only of each separate legal entity within that group. Section IV of the Report sets forth the procedural content of the due diligence obligations most commonly imposed by States at the domestic level, and by international bodies.
II. Regulatory Options for States

This Report describes measures that States can adopt to ensure that businesses engage in human rights due diligence. The research that informs this report examined existing due diligence regimes from around the world in areas analogous to, or relevant for, human rights, such as labor standards, environmental protection, consumer protection, and the prevention and detection of financial crimes such as money laundering and bribery (corruption). The research also revealed that new State practice is emerging in the area of human rights due diligence specifically.

A key conclusion of this Report is that there is ample evidence that States already use due diligence in regulation as a means to ensure companies meet specified standards of behavior. The objective served by such regulation is to prevent adverse impacts or harms and to protect people, in part by clarifying standards of compliance for business enterprises. States already deploy due diligence in this manner in jurisdictions around the world.

In national legal systems, and under international human rights law, the responsibility of business enterprises to conduct due diligence does not end at the legal boundary of the individual firm. The rationale for extending the reach of due diligence provisions is based on the recognition that contemporary business activity relies on integrated business relationships that span national and organizational boundaries. Respect for legal standards, such as environmental protection, labor rights, and anti-corruption, may be undermined by legal questions of national jurisdiction or the creative use of business relationships by business entities registered in multiple jurisdictions. As many of the options highlight, national and international due diligence regimes have responded to the reality of business structures by creating responsibilities for businesses to implement due diligence consistent with their activities and relationships, which may cross national and organizational borders.

This section sets forth a set of regulatory options that States have at their disposal to ensure that companies act with due diligence in a host of subject areas. In practice, States can rely on a variety of mechanisms to cause businesses to conduct human rights due diligence. The evidence and examples presented here are merely representative; there are many more examples of national laws that directly or indirectly promote or require due diligence by business enterprises. States, in consultation with relevant stakeholders, will have to decide which regulatory options, or combinations of options, are best suited to addressing different types of harms in varying sectors and jurisdictions. Of course, regulations need to be properly implemented in order to achieve stated goals, such as influencing or changing business behavior. When properly implemented and enforced, each of the regulatory options outlined below have functioned well to influence corporate due diligence activity.

1. Criminal Liability for a Company’s Failure to Act with Due Diligence

States may impose criminal responsibility on a company for a failure to properly act with due diligence to prevent certain crimes. This includes within areas of criminal law directly relevant to the protection of human rights, such as violent crimes and environmental crimes that may threaten the right to life or the right to health. In other situations, States may impose
criminal penalties for harms that are linked more often to business activity, such as the prevention of transnational bribery of public officials. In the legal systems that allow for the criminal liability of legal persons, companies may be held liable for the actions of their employees and agents (those who act on behalf of the company), and face prosecution, fines and other sanctions unless the company can show it implemented effective due diligence measures to prevent the criminal acts of those employees or agents.

As part of a criminal statutory regime, States may impose a criminal penalty on a company. A number of jurisdictions apply the principle of *respondeat superior:* the corporation as employer shall be held accountable for the criminal conduct of its officers, employees and other agents who commit crimes at the direction of, or for the benefit of, the corporation. This is often combined with some type of defense or mitigation for the company relating to its own due diligence. A company may, in some instances, avoid being charged with crimes committed by their agents by demonstrating that they have had in place effective programs of due diligence, sometimes called “compliance” programs. In other situations, a company may face a smaller penalty or sanction as a result of its compliance efforts.

With respect to the risk of criminal liability, the function of these programs is to establish that the agents were not acting pursuant to either direction from the company or within a “culture of indifference” prevailing in the company. In most jurisdictions, there are legal limits to the actions of employees that can be imputed to the company. For example, the “directing minds” of a company must have played a role in the commission of the offence, in the vocabulary of the common law, or a company must have failed to exercise due diligence regarding the activities of its employees.

This approach, liability coupled with a possible defense (or the potential for mitigation) linked to due diligence, has several practical functions. The first is to clarify responsibility under the law. This serves the courts and regulators in their tasks of assessing compliance, as well as businesses which conduct due diligence to avoid non-compliance. The second, is to prompt companies to conduct due diligence in order to avoid breaking the law or being complicit in the violations of others. Third, the combination of criminal liability and due diligence entails the potential for liability for a failure to conduct due diligence.

This approach is the regime recommended within Europe, where the potential for business enterprise liability has gained common acceptance in European jurisdictions. The Council of Europe Convention on the Protection of the Environment through Criminal Law of 4 November 1998 (E.T.S., n° 172) states that, “Each Party shall adopt such appropriate measures as may be necessary to enable it to impose criminal or administrative sanctions or measures on legal persons on whose behalf an offence referred to in [the provisions of the Convention defining certain environmental offences] has been committed by their organs or by members thereof or by another representative” (Article 9, paragraph 1). This instrument sets two conditions for corporate liability to be triggered for the acts committed by natural persons that might constitute a criminal offence, committed either intentionally or by negligence (as specified in Articles 2 and 3 of the Convention). First, the offence must have been committed by the natural person and “on behalf of” the legal person. The second condition requires the in-
volvement of “an organ, a member of its organs or other representatives” in the criminal
offence, which therefore assumes that “those physical persons referred to are legally or by fact
in such position which may engage the liability of the legal person.”

The Explanatory Report to the Convention specifies that “Violations of the supervisorial
duties are in this respect sufficient.” In other words, the liability of the corporation may result
from the mere fact that, though the offence was directly committed by an employee without
an involvement of the “directing minds” of the corporation and thus at the sole initiative of
that employee, the supervising authorities did not adequately exercise such supervision of the
activities of that employee. Such failure to discharge “supervisorial duties” is sufficient to
trigger liability of the corporation. This constitutes a powerful incentive to establish due
diligence procedures and a corporate culture that prevents such acts from being committed.
At the same time, adequate due diligence may allow a company to avoid liability, even in
situations where a criminal offence has been committed by a corporate employee within the
scope of the company’s activities.

For example, under Italy’s Law 231/2001, a company may be held criminally liable for the
acts of its directors, senior managers or employees who manage the company or work under
the direction of one of the foregoing, if the act was committed on behalf of the company,
unless the company had adopted and effectively implemented a suitable compliance program
prior to the commission of the crime. In order to be exonerated, the company must show: (a)
that the individuals in question committed the crime on their own behalf and not on behalf of
the Company; and (b) that a company has adopted adequate, effective and specific
internal compliance measures.

A company must prove that it established and implemented effective internal control systems
for the purposes of preventing offences, by approving and implementing a Law 231 Compli-
ance Program and setting up a supervisory body, which must have independent initiative and
inspection powers. Under Law 231, there are no official guidelines on what constitutes an
effective “compliance program” although the statute envisions that industry associations may
issue such guidelines. Such guidelines have been issued by Confindustria, a major Italian
industrial confederation.

Common law jurisdictions also impose criminal liability on companies for their failure to act
with due diligence. Under Australian criminal law, the acts of an individual “high managerial
agent” are generally attributable to the Company. Two Sections of the Australian Criminal
Code are of interest with respect to due diligence. The first, Section 12.3, provides that such
an act will not be attributed to the Company if the Company proves that it exercised due
diligence to prevent the act or its authorization. The second, Sec. 12.5, provides that, in cases
where a statute imposes “no fault,” i.e., strict or absolute liability, the Company may defend
itself by showing that, in addition to having conducted such due diligence, “the employee,
agent or officer of the body corporate who carried out the conduct was under a mistaken but
reasonable belief about facts that, had they existed, would have meant that the conduct would
not have constituted an offence.” The term “due diligence” is not defined in the statute, but
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Section 12.5 does provide that “inadequate corporate management” or “failure to provide adequate systems for conveying relevant information” are evidence of a lack of due diligence.

Under the Canadian Environmental Protection Act, 1999 (CEPA), a company is required to observe a wide variety of requirements pertaining to pollution control and other environmental protection measures, all subject to criminal, civil and administrative penalties. The Act provides for a complete due diligence defense based on the exercise of “all due diligence to prevent [the] commission” of the offence. Neither the Act nor any authoritative guidance issued to date specifies what constitutes adequate due diligence in relation to a due diligence defense. Environment Canada has issued a guidance document, the *Compliance and Enforcement Policy for CEPA (1999)*. The document discusses enforcement policy and activities under the Act, and describes the agency’s statutory obligation to publish detailed nonbinding “codes of practice and guidelines.” Such documents are to be “develop[ed] in consultation with interested parties, including provinces, territories, aboriginal governments and aboriginal people, industry and environmental groups. The personnel involved in the development of these guidance documents may be engineers, biologists, chemists, geologists or experts in environmental sciences.”

The “Audit Policy” of the U.S. Environmental Protection Agency (USEPA), entitled “Incentives for Self-Policing: Discovery, Disclosure, Correction and Prevention of Violations” illustrates how due diligence activities can be prompted by an offer of leniency to a company that has adopted and implemented an effective compliance program aimed at ensuring compliance with environmental laws. The Agency has regulatory authority over air and water pollution, the disposal of hazardous waste, safe drinking water, ocean dumping, application of pesticides, control of hazardous substances (such as asbestos), the cleaning up of contaminated waste disposal sites, and other aspects of environmental protection. Under these programs, business entities must obtain permits for the generation of various forms of pollution, which require them to monitor and report on effluents, emissions, waste disposal practices and the like. New sources of pollution are required to obtain special permits that impose “new source performance standards” on their construction and operation.

Almost every industrial enterprise in the United States must deal in some way with these programs. There are heavy penalties, both civil and criminal, for violation of the statutes and regulations setting forth program requirements (e.g. fines of from $25,000 to $50,000 per day of violation, plus the potential for imprisonment of responsible individuals for serious offenses).

The Agency works closely with the U.S. Department of Justice, the various U.S. Attorneys, and the Attorneys General of every State to enforce federal requirements. Yet, even with the substantial enforcement resources at its disposal, the Agency acknowledges that it must also enlist the active efforts of business enterprises in policing compliance with the myriad environmental laws. In furtherance of this objective, the Agency has published a formal policy Audit Policy providing that the Agency will not recommend criminal prosecution of a regulated entity, nor seek gravity-based penalties for violations that are discovered, reported and corrected by an entity, if the violation is discovered and reported as a result of a “compli-
These examples suggest that, depending on different statutory frameworks, a company’s due diligence activities may factor into criminal procedures at the charging, trial and sentencing phases.

**Due Diligence and the Charging Phase**

If, in spite of a well-documented due diligence program, a crime is committed by an individual in the employ or under the control of the company (an “agent”), a prosecutor usually has the option (as part of her “prosecutorial discretion”) to charge a company, its servant, or both. A good due diligence program may convince the prosecutor that a company was not responsible for the crime, even though one of its servants was the principle perpetrator. In exercising her discretion, a prosecutor will be on the lookout for evidence that the due diligence program put in place by a company is only a “paper” policy. Where that appears to be the case, the prosecutor may opt to charge the company on the grounds that the crime was committed by the servant owing to either a “corporate culture of criminality” or signs that company management in fact tolerates or turns a blind eye to criminal behavior.

If a prosecutor decides not to file formal charges, a company may, as a condition for avoiding prosecution, be required to sign a non-prosecution or non-enforcement agreement where it agrees to perform additional due diligence activities aimed at preventing a recurrence of the offending conduct. For example, Canada’s Environmental Protection Act of 1999 provides for informal written “alternative measures” in informally resolved cases of noncompliance. In corruption cases, some regulators may appoint internal compliance monitors to conduct extended periods of oversight of company anti-bribery due diligence to ensure adequate procedures and proper implementation.

This approach encourages companies to both establish due diligence regimes and to properly document all of their policies and efforts to enforce those policies. It should be noted that if the company’s due diligence program enables it to avoid prosecution, the agent might still be charged. Indeed, a company may be expected to cooperate with the prosecution in seeing that an agent is convicted.

**Due Diligence and the Trial Phase**

If a crime is an intentional crime, the prosecution will have to prove that a company intended for the servant to commit the crime. In such cases, due diligence is an important source of evidence. If the crime is a no fault, strict liability, or absolute liability crime, a company may be automatically liable for an agent’s acts, irrespective of its own intentions.

If the crime is a no fault crime, but provides for the defense of due diligence, a company’s due diligence program may provide a complete defense: if found to have implemented adequate and effective due diligence at the time of the commission of the offence, the company may be
exonerated. Statutes providing for a due diligence defense often use vague language such as “all reasonable efforts,” or simply “due diligence” in prescribing the standard to be met. However, a company’s due diligence program will only allow it to avoid being convicted for an agent’s if a court is convinced that the company’s due diligence program meets the statutory test.

For example, where liability arises for companies from acts of bribery by its employees and agents, there is a strong incentive for them to create and implement due diligence programs to detect and prevent bribery within their business operations. Under the U.K. Bribery Act 2010, paying a bribe is a strict liability offence. It is a criminal offence for a person “associated” with a company to bribe a foreign official in order to be awarded a contract or a business advantage. If an “associate” commits such an act, the company itself may be subject to a large fine. But there is a defense of due diligence where a company will not be convicted if it can “prove that [it] had in place adequate procedures designed to prevent persons associated with [it] from undertaking such conduct.”

Under the U.K. Bribery Act, it is for the courts to decide whether a company has undertaken adequate due diligence once the offence has been committed. The U.K. Ministry of Justice has provided guidance as to what constitute adequate procedures. The guidance provides that “the commercial organization applies due diligence procedures, taking a proportionate and risk based approach, in respect of persons who perform or will perform services for or on behalf of the organization, and in order to mitigate identified bribery risks.” The U.S. Foreign Corrupt Practices Act also allows for companies to demonstrate the adequacy of their compliance programs as a “mitigating” factor. This rule allows for a prosecutor to consider the company’s due diligence when assessing whether to charge the company or when assessing what types of penalties to apply in the case of a conviction.

Due Diligence and the Sentencing Phase

Judges may be authorized to take into account whether a company had a due diligence program in place when passing sentence upon a company that has already been convicted of a crime. This authority can be either informal, through judicial custom, or in a formal document. In any case, a company’s due diligence efforts will likely be given the same close scrutiny as at the charging phase. A court may include due diligence requirements in sentencing a company to probation. In India, for example, the criminal courts may take into account due diligence activities as evidence of a defendant’s mens rea, intent or mental element of a crime, which could lead to the mitigation of a sentence.

2. Civil Liability for a Company’s Failure to Act with Due Diligence

The legal systems of most States provide for civil liability for a business enterprise to arise from causing a victim harm or prejudice, including by failing to act with due diligence to prevent such harms. This may also be the case where the particular harm or prejudice resulting from the conduct is a negative impact on the human rights of a person or group of people. This section explores how due diligence is applied in some civil liability regimes. It shows how an expansion to cover all torts resulting in human rights violations could be
achieved, obliging companies to establish programs to ensure that they proactively seek to prevent such harms.

Under the laws of many States, directors of corporations have a fiduciary “duty of care” to their corporations, i.e., that they must act in the interests of the corporation. Of the jurisdictions surveyed, Australia, India, the United Kingdom and the United States create a statutory duty of care on company directors, which would allow for shareholders to sue directors for failure to properly exercise their judgment with respect to conducting company affairs. Two of the examples (United Kingdom and the United States) indicate that the duty of care implies the responsibility to see that the company puts in place an adequate compliance program.45

In addition, most legal systems provide that, where an employer has delegated certain duties to an employee, the employer remains civilly liable for any damage caused by that employee through the employee’s negligence, unless the employer has acted with due diligence in order to prevent the fault from being committed. Section 831(1) of the German Civil Code, which is representative of the approach of other civil law countries, includes a specific provision on “liability for vicarious agents.” The section provides:

A person who uses another person to perform a task is liable to make compensation for the damage that the other unlawfully inflicts on a third party when carrying out the task. Liability in damages does not apply if the principal exercises reasonable care when selecting the person deployed and, to the extent that he is to procure devices or equipment or to manage the business activity, in the procurement or management, or if the damage would have occurred even if this care had been exercised.46

Where damage is caused by a person's negligence, that person is obliged to compensate for the harm.47 Negligence is normally defined as behavior that is unreasonable and results in harm. In most legal systems, this may include a failure to act with due diligence, i.e., to take all the precautionary measures that could reasonably have been taken in order to reduce the risk. Both civil and common law countries provide for civil liability in the event a company is found to be negligent. States have also enacted specific statutes that provide for civil causes of action when companies have acted negligently in a particular context or have failed to prevent a particular type of harm. Once again, prevention of corruption is a useful analog.

Article 35 of the UN Convention against Corruption requires States Parties to provide mechanisms that would allow natural and legal persons to undertake private rights of action to seek compensation for damages as a result of acts of corruption. This concept is more fully developed under the Council of Europe’s Civil Law Convention on Corruption, which entered into force in 2003. The Civil Law Convention outlines the mechanisms by which natural and legal persons who have suffered damage through corruption can defend their rights and interests, including the possibility of receiving damages. Article 3 of the Convention requires that each State party “shall provide in its internal law for persons who have
suffered damage as a result of corruption to have the right to initiate an action in order to obtain full compensation for such damage."

The Civil Law Convention on Corruption creates liability for those who directly participate in the act of bribery, as well as for those who have facilitated the commission of the act through their omission. Article 4 states further that a defendant “may be found liable if the defendant has committed or authorized the act of corruption, or failed to take reasonable steps to prevent the act of corruption.” This article clearly notes that the negligence can be found in failure to take steps to prevent corruption (i.e. the failure to act with due diligence) and that this is a basis for liability along with direct acts of corruption.

In addition to negligence, most legal systems recognize strict liability (i.e. liability without fault) where an activity is inherently dangerous. The actor engaged in such an activity assumes the risks involved, and may have to compensate any damage resulting from the activity concerned even though no fault on his part can be identified. This is the case under the Brazilian Civil Code, for example, where “[a]longside cases regulated by law, an obligation to pay damages exists independently of fault if the nature of the activities habitually pursued by the person responsible for the damages endangers legally protected rights.”

In the European Union, a clear example of this type of liability is the 1985 EU Products Liability Directive. The Directive provides, in Article 1, that “The producer shall be liable for damage caused by a defect in his product.” Producers include manufacturers, component part suppliers, importers and anyone using a trade name or trademark. A product is defective when it "does not provide the safety which a person is entitled to expect," considering all circumstances (including the presentation of the product; the product's reasonably expected uses; and the time the product was put into circulation). The Directive allows consumers to sue producers for defective products and requires the consumer to prove defect, causation and damages. The standards for burdens of proof are not specified and are left to individual Member States. Several defenses are available under the Products Liability Directive. Article 7 provides that a producer is not liable if, for example, "existing knowledge and science could not have discovered the defect."

The EU Products Liability Directive, and related EU Member State laws, offer a useful example of a statute that provides consumers with a civil cause of action that holds manufacturers responsible for those products they introduce into the stream of commerce. The imposition of civil liability creates an incentive for manufacturers and producers to take due care and proper precautions when designing products. These civil liability risks create an added incentive for preventive measures, such as due diligence. Private civil litigation can be used to ensure companies act with due diligence, reinforcing the incentive for due diligence created by criminal liability forms described above. Although the use of due diligence is not an absolute defense, the fact that a defect could not be discovered through existing science and knowledge demonstrates that companies are provided with a regulatory incentive to ensure their own production keeps pace with developments in the science, technology of product safety.
3. Administrative Penalties for a Company’s Failure to Act with Due Diligence

Both criminal and civil liabilities are dependent on judicial mechanisms to provide remedies to victims or impose sanctions for wrongful conduct. Administrative regulation presents a third option. In certain sectors or regulated areas (e.g. banking supervision, environmental protection, labor and employment), States may require companies to engage in due diligence as part of a regulatory requirement. Businesses may have to report to such regulators on the due diligence mechanisms they have in place to detect harm and risks, and potentially to report on harms detected as a result of due diligence activity.

The legal systems of many States provide for administrative penalties to be imposed on a business enterprise when it violates a regulatory provision. This section documents such provisions in the areas of occupational health and safety, the environment, and money laundering. These regimes are relied upon in regulatory regimes that are analogous to or relevant for human rights, and therefore the Authors see no difficulty in such regimes being expanded to cover human rights, or for similar techniques to be used to ensure compliance with human rights.

In some circumstances, States may assign a regulatory body with a lead responsibility for monitoring business compliance with such regulations. The same body may also have supervisory and enforcement authority for failure to comply with relevant due diligence rules and reporting obligations. Lead regulators may have authority to assess fines or other sanctions in the event a company fails to conduct due diligence or to comply with relevant reporting requirements.

Sometimes regulatory mechanisms deploy criminal and civil sanctions in support of enforcement of administrative rules. For example, labor inspectorates, financial regulators or consumer protection agencies will conduct their own oversight of working conditions, financial transactions and product safety, but the administrative rules governing these sectors may also permit criminal or civil actions. Under the Dutch labor migration regulations, a repeated offence may lead to criminal prosecution. An employee may bring a claim against his or her employer or, if such a claim fails, against the next highest employer.

Due Diligence and Workplace Health and Safety

States around the world have often set in place administrative frameworks that require companies to engage in due diligence in areas such as occupational health and safety, labor rights, environmental protection, and the prevention of money laundering and illicit financial flows. For example, in Canada, occupational health and safety regulations use due diligence by companies to ensure workplace safety.

China also requires companies to engage in due diligence with respect to overseas investment and hiring of laborers. In response to this trend of overseas employment, China’s Ministry of Commerce (MOFCOM) issued guidelines for management of safety issues arising out of overseas investment. The Guidelines require companies involved in overseas investment to engage in risk assessment activities. In addition to environmental due diligence and contin-
gency planning focused on “after arrival,” the Guidelines impose human rights-related compliance requirements for the protection of workers' rights. However, none of these requirements extend to supply chain due diligence, and the legal sanctions are not specified.\textsuperscript{58}

In the Netherlands, labor immigration regulations\textsuperscript{59} require a company to verify the identity papers of its employees and check, in the case of employment of non-EU nationals, whether the employed third-country national is in the possession of a valid work permit.\textsuperscript{60} An “employer” is one “for or under the direction and/or supervision of whom employment is undertaken, regardless whether this is done by a natural person or a legal entity.” This includes a company that hires workers through an employment agency or contractor. An employer is subject to an administrative fine of €8000 per alien and a private individual may be fined €4000 per alien.\textsuperscript{61}

\textbf{Due Diligence and Environmental Protection}

Some of the most widespread examples of administrative frameworks that require due diligence are found in the area of environmental protection. One source estimates that over 130 countries have adopted an environmental assessment regime of one sort or another.\textsuperscript{62} France has enacted a new environmental statute (Act No. 2008-757) pursuant to a directive from the EU\textsuperscript{63} that imposes administrative liability on companies to encourage them to conduct due diligence (including follow-up preventive and mitigation measures). In a manner similar to the defenses described above, the new statute grants leniency if a company can prove that it has not been negligent. Article 162-3 requires the following of the “operator” of a facility:

\begin{quote}
In cases of imminent threat of injury, the operator shall, without delay and at his expense take preventive measures in order to prevent the occurrence or mitigate its effects. If the threat persists, it shall promptly inform the authority referred to in 2° of Article L. 165-2 of its nature, of the prevention measures it has taken and of their results.
\end{quote}

In Germany, application for the construction and operation of a facility must include a detailed assessment of risks of pollution and the identification of control measures. The operation of pollution control equipment will entail detailed monitoring and reporting requirements, i.e. due diligence, in the operation of the facility so as to prevent unpermitted releases of pollutants. One who meets regulatory requirements is entitled to build and operate a plant. Conversely, the loss of a permit or an administrative or criminal fine will result from intentional or negligent disregard of operating parameters.

In the United States, the federal Comprehensive Environmental Response, Compensation and Liability Act of 1980 (CERCLA)\textsuperscript{64} established the federal program for cleaning up contaminated waste sites. The Act was passed in response to a widespread public belief that industrial waste disposal practices throughout the history of the nation had created a legacy of contaminated soil and groundwater.\textsuperscript{65} It has led to the creation of a due diligence process that enables business enterprises to cope with the Act’s strong liability scheme. CERCLA imposes
joint and several liabilities for cleanup costs upon all Potentially Responsible Parties (PRPs), which means that any single PRP can be held liable for the entire cost of cleaning up a site, including administrative costs incurred by the Agency. Additionally, there are heavy penalties for failure to obey an administrative cleanup order issued by the Agency. Thus, fear of an enforcement action or a cost recovery action for the entire cost of site remediation frequently drives PRPs to collaborate in “steering committees” that seek to identify the other PRPs (so as to spread the liability net as widely as possible) and to plan for, and carry out a cleanup action and associated tasks. The business community’s response to CERCLA has been primarily to adopt thorough due diligence protocols aimed at ensuring either that a site has not been contaminated or, if contaminated, that the extent of contamination (and the financial exposure of the new owner for cleanup costs) is known.

Due diligence efforts during the early years of the CERCLA program were essentially ad hoc, but it soon became apparent that there was a need for a commonly accepted industry-wide protocol for site investigations that banks, insurance companies, potential merger partners and even homeowners could rely upon. This need led to an effort on the part of an entity called ASTM International to create an investigative due diligence protocol that all parties could recognize as sufficient. In the mid-1980s, ASTM International convened a series of meetings to which major consulting engineering firms, federal and state officials, industry representatives, lenders and insurers attended. Out of these conferences a consensus was formed around what ultimately became known as “ASTM E-1527 - 05 Standard Practice for Environmental Site Assessments: Phase I Environmental Site Assessment Process.”

CERCLA illustrates how a statute with a strong liability scheme can lead to effective due diligence activities on the part of the affected business community. It also shows how the business community has worked together to develop a consensus position on what adequate due diligence measures should be, and how a consensus industry standard was ultimately accepted as authoritative by the Congress and the US Environmental Protection Agency. It is noteworthy that the industry standard was written into the statute to become a “safe haven” for those who purchase potentially contaminated property.

Due Diligence and the Prevention of Money Laundering and Illicit Flows

In certain situations, due diligence requirements arise from a consensus at the international level that regulatory due diligence is an appropriate mechanism for addressing a particular harm. Customer identification to prevent terrorist financing and money laundering is one such example. States throughout the globe have established regulatory processes whereby banks and financial institutions must “know your customer” (KYC). This requires banks to ascertain the identity of their customers and to identify the nature of the risk they pose before opening a new accounts or engaging in different types of financial transactions. This is sometimes referred to as “customer due diligence” (CDD).

The nearly ubiquitous existence of KYC/CDD requirements is a testament to a global regulatory consensus that banks have an important role to play in preventing and detecting money laundering and terrorist financing. As such, it represents an example of a due diligence
A regime that has found its way into the regulatory structures of a diverse set of countries worldwide. For example, countries as diverse as China, Germany, India, South Africa, the United States and New Zealand all have KYC legislation in place. Regulators have developed various tools for auditing and assessing whether financial institutions have complied with relevant KYC laws and regulations, and will impose penalties for failure to comply with relevant rules.

In each country, regulators will have different tools at their disposal to address a bank or other financial institution’s failure to conduct adequate KYC/customer due diligence. Banking regulators may be able to require remedial measures as a condition of receiving a certain type of supervisory rating, for example, or alternatively be labeled as having engaged in an “unsafe” or “unsound” banking practice, which gives regulatory authority to impose civil penalties. In addition, a bank’s failure to engage in proper reporting of suspicious financial transactions, or evading reporting requirements, may also lead to administrative penalties, or possibly criminal prosecution.

To ensure policy and statutory coherence between States, the Financial Action Task Force (FATF) has developed common standards for addressing money laundering and terrorist financing. FATF Recommendation 10 relates to customer due diligence and states that “[f]inancial institutions should be required to undertake customer due diligence (CDD) measures.” The FATF Standards require that “the principle that financial institutions should conduct CDD should be set out in law. Each country may determine how it imposes specific CDD obligations, either through law or enforceable means.” The Standards further specify the measures that financial institutions are meant to apply. In this way, an international standard specifies the basic contours of a due diligence obligation.

Banking regulators are typically charged with monitoring customer due diligence as part of an overall banking supervision function. Bank regulators may work alongside financial intelligence units who may share responsibility. Along with monitoring financial institution compliance, regulators will have the ability to levy administrative penalties or to seek remedial action as part of their larger supervisory authority.

In 2001, the Bank for International Settlements (an intergovernmental bank regulatory body operating from Basel, Switzerland) also developed a set of guidelines on customer due diligence for banks. The BIS through its Committee on Banking Supervision issued a series of recommendations that provide a basic framework for supervisors and banks. Supervisors should work with their supervised institutions to ensure that these guidelines are considered in the development of KYC practices. Sound KYC policies and procedures are critical in protecting the safety and soundness of banks and the integrity of banking systems. KYC requirements are found in regional as well as national legislation. In 2002, regulators representing nearly 120 countries at the International Conference of Banking Supervisors (ICBS) announced their support of the due diligence measures including “adoption of know-your-customer procedures within individual jurisdictions, as part of effective customer due diligence programs; and sharing of information related to terrorist financing and money laundering with other supervisors and with law enforcement agencies.”
The EU Anti Money Laundering Directive provides an example of how larger customer due diligence requirements flow through to national legislation. Directive 2005/60/EC on the prevention of the use of the financial system for the purpose of money laundering and terrorist financing (the "AML Directive") requires that credit and financial institutions apply a series of preventive measures with a view to prevent money laundering and terrorist financing. Article 7 of the AML Directive requires credit and financial institutions to engage in CDD measures. Furthermore, EU member states are responsible for supervising financial institutions on their compliance with Directive rules and for providing penalties for lack of compliance.

States have also required companies and financial institutions to engage in due diligence to ensure they comply with financial sanctions in order to prevent funds being transferred to persons from countries on international or national sanctions lists.

The Office of Foreign Assets Control (OFAC) is an agency within the U.S. Department of the Treasury that is responsible for administering trade sanctions. OFAC maintains a list of Specially Designated Nationals (SDN List) with whom financial transactions are prohibited. The prohibition extends to entities that are majority-owned, directly or indirectly by an individual or entity on the SDN List, even if the entity is not on the SDN List itself. In its publicly available guidance, OFAC explains that will hold banks responsible if they do not conduct due diligence on their own direct customers, and that based on the “totality of the circumstances,” it may hold intermediary banks responsible for failing to block transactions with blocked persons.

OFAC further counsels U.S. persons to maintain a “rigorous risk-based compliance program” in order to avoid sanctions for accidentally processing transactions with blocked persons. OFAC also directs persons processing transactions to take particular “due diligence steps” to determine whether the transaction involves a “valid OFAC match.” OFAC can impose administrative penalties for non-compliance with sanctions programs, which vary from law to law but do not generally exceed hundreds of thousands of dollars. The penalty is assessed to the person that conducted the prohibited transaction, which generally is the entity (rather than its officers).

OFAC’s enforcement guideline state that when deciding on the appropriate enforcement action, OFAC will take into account whether a person “had reason to know” about the conduct giving rise to the violation and whether “with the exercise of all reasonable due diligence,” the conduct would have taken place. OFAC also evaluates the subject’s “risk-based compliance program,” which incorporates an element of due diligence procedures.

Finally, the EU has resorted to administrative regulation in an attempt to stem the flow of illegal commodities. EU Regulation 995/2010 established a requirement that, beginning on March 3, 2013, EU member States must adopt laws that will exclude “illegally harvested timber” (including wood products) from being imported into the EU. An “operator” who wishes to import timber products must have complied with detailed due diligence measures intended to identify the original source of the timber and the circumstances under which it
was harvested. As is the case with EU regulations generally, Regulation 995/2010 can be implemented only through conforming laws passed by EU Member States.

The Regulation specifies the following due diligence requirements:

1. gathering information on the source, such as: the timber and timber products, country of harvest, species, quantity, details of the supplier and information on compliance with national legislation;
2. preparation of an assessment of the risk of illegal timber in his supply chain, based on the information identified above and taking into account criteria set out in the legislation; and
3. mitigating the risk of illegal timber in the supply chain by:
   a) requiring additional information, documentation or certification (upon standards or upon external audit); or
   b) changing the supply source.

The European Commission is expected to provide future detailed guidance on the due diligence system to contractors, governmental agencies involved in the procurement of timber products, and financial institutions. States are also expected to provide technical guidance to operators.

4. Due Diligence as a Basis for Regulatory Approval

All States have regulatory processes for the granting of licenses, permits and other forms of State approval for business activity. Such processes often require or encourage due diligence by business as the basis for State approval of the designated activity. The Authors found a number of examples that deal with regulatory approvals, licensing schemes and permits, often with respect to the initiation of major land development, and extractive projects. Regulatory approvals conditioned on due diligence applied to both overseas and domestic projects and increasingly include human rights within the standards they set for business.

A State can require a company to conduct a variety of due diligence activities, in the process of granting a license or permit, or approving a project. Submitting proof of such due diligence may be a condition of receiving a relevant government approval. This is a common practice in environmental regulation. Companies are required to submit environmental impact assessments prior to commencing a particular project relating to natural resources or to other forms of development and exploitation of land. For example, the Democratic Republic of the Congo’s mining regulations require all mining operations, including processors and transportation firms, to complete an Environmental Management Project Plan and an Environmental Impact Study (“EIS”) before beginning a project. According to Article 458 of the Mining Regulations, this report must include a description of mitigation measures and rehabilitation efforts that have been completed; the status of mitigation and rehabilitation compared to those provided for in the approved Environmental Management Project Plan. The sanctions are administrative and can rise to the level of the suspension of mining contracts if environmental requirements are not met.
All of the examples reviewed apply the same regulatory tool: before a company may obtain an approval or a related but essential benefit from a government agency (such as a permit, loan, loan guaranty or political risk insurance) it must first go through an assessment process to determine whether it meets an agency’s criteria. This comports with the Guiding Principles, which suggest that due diligence should commence “as early as possible in the life of a project.”

Many of the examples analyzed focus on environmental and related types of due diligence for projects that have no extraterritorial impacts, i.e., all the expected impacts are located within the national borders. Other examples require due diligence in the context of major overseas infrastructure and development projects.

The approvals to gain access to related government benefits are not optional, they are typically a prerequisite for a company to engage in these types of commercial activities or to receive forms of State support, such as risk insurance and export credit. A company seeking an overseas investment guarantee, or export credit, may be engaging in due diligence to access a State-provided benefit – and that benefit is often critical to the type of project or activity that a company seeks to perform.

Both domestic and internationally oriented approval processes provide useful examples of how States can require due diligence at the inception of a project. Such prior approval processes could be used to encourage or require human rights due diligence as part of a process for obtaining company registration.

**Due Diligence and Environmental Impact Assessments**

A significant number of countries require companies to prepare environmental impact assessments (EIAs) where they plan an activity that may have environmental impacts. In India, for example, the original process for the preparation of an environmental impact assessment is presented in Section 3 of the Environment Protection Act 1986. The Act arose out of the public reaction to disasters such as that occurring at Bhopal. The current procedures are found in the Environment Impact Notification 2006. They require the proponent to supply an application describing the project, its physical impacts, the use of natural resources, use of harmful substances, production of solid waste, pollution, noise, risks of environmental contamination, risks of accidents and other factors which should be considered which could lead to the environmental effects or the potential for cumulative impacts with other existing or planned activities in the locality. They provide for a scoping process by a committee of experts named the “Environmental Assessment Committee” (EAC) that will decide the parameters of the eventual environmental impact assessment.

The Act provides for a public participation process, including a public hearing in the locality concerned, where stakeholders can comment on the proponent’s assessment, the scoping document, etc. The EAC must provide a written decision for the minutes as to whether to accept or reject the project, giving its reasons for such decision. There are criminal penalties for providing false or misleading information or omitting required information that apply.
both to the head of the government agency responsible for the preparation of the assessment statement, as well as for the head of the company that is the project proponent. In addition, there is a defense of “due diligence” but a faulty assessment statement could also lead to the suspension or revocation of the project’s permit.

In Ghana, the Environmental Assessment Administration Procedures\(^9\) require all new developments to do the following:

1. register with the Environmental Protection Agency (EPA);
2. conduct an environmental assessment of their proposal;
3. submit an environmental assessment report to the EPA for review, including an assessment of impacts and a proposal for mitigation measures for any environmental impact likely to be associated with the project.

The EPA undertakes different levels of assessment depending upon the type, scale and location of the activity before a decision to grant an environment permit is made and the development can start.

The legislation also requires industries to submit Environmental Management Plans (EMP) be submitted to the EPA for review. This applies also for industries which pre-date the EPA legislation and did not go through the pre-development assessment process. New developments must submit an EMP within 18 months of start-up. The EMP has a life of three years, after which a new plan must be submitted. Monthly reports on various forms of pollution may also be required. An Annual Environmental Report must also be submitted “indicating how they have performed environmentally, what have been achieved, what went wrong and what needs to be done.”\(^9\)

The Convention on Access to Information, Public Participation in Decision-Making and Access to Justice in Environmental Matters (the Aarhus Convention)\(^9\), adopted in 1998 under the framework of the United Nations Economic Commission for Europe, provides that “Each Party shall encourage operators whose activities have a significant impact on the environment to inform the public regularly of the environmental impact of their activities and products, where appropriate within the framework of voluntary eco-labeling or eco-auditing schemes or by other means.”\(^9\) The Aarhus Convention has been implemented in the EU through Regulation No. 1367/2006 of the European Parliament and the Council of 6 September 2006 on the application of the provisions of the Convention to EU institutions and bodies.\(^9\)

Within the EU, Directive 2001/42/EC of the European Parliament and of the Council of 27 June 2001 on the assessment of the effects of certain plans and programs on the environment,\(^9\) also requires certain plans and programs which are likely to have significant effects on the environment, to be subject to an environmental assessment, thus enabling environmental considerations to be integrated in the preparation and adoption of these plans and programs.

Although Directive 2001/42/EC applies only to plans or programs that are prepared or adopted by public authorities, Council Directive 85/337/EEC of 27 June 1985 on the
assessment of the effects of certain public and private projects on the environment, which Directive 2001/42/EC complements, applies to public and private projects alike. This directive is based on the idea that consent for projects which are likely to have significant effects on the environment should be granted only after prior assessment of the likely significant environmental effects of these projects has been carried out.

Although the formal responsibility for the preparation of an assessment document is that of a government regulator, in practice, the burden falls largely on the shoulders of the private party, who must perform the extensive due diligence activities necessary in order to provide the agency with the needed documentation. This activity is generally performed by professional consultants, who have expertise in the various scientific fields involved, such as economics, air and water pollution, and use and the like. The costs incurred by a government in dealing with the assessment, including its own administrative costs and the costs of outside consultants, are often charged to the project proponent. 95

A requirement imposed on private developers to prepare environmental impact assessments is also imposed, for instance, under the Canadian Environmental Protection Assessment Act; the National Environmental Policy Act of 1969 (NEPA) in the United States; or the California Environmental Quality Act (CEQA).

The optimal EIA process is virtually identical for either a domestic or overseas project: 96 the project itself must first be described; a baseline study must be performed that examines and documents existing conditions at the affected site and upon any affected community; impacts are projected and assessed for their severity; mitigation measures are identified, including alternatives to the project itself or to various of its aspects; and recommendations for mitigation measures aimed at addressing project impacts are recommended, including proposals for terms and conditions to be incorporated into loan agreements, permits and the like. 97 There should be provisions for some sort of follow up monitoring and enforcement. 98 Once a foreign project is approved, a company should be held accountable on a continuing basis for the life of the project for its mitigation responsibilities, and, to the extent possible, for any impacts that were unforeseen and unmitigated during the initial assessment process. The governing permits and other documents must allow an agency to retain continuing jurisdiction and control over the project; otherwise there is a danger that the mitigation measures will fall into desuetude.

Stakeholder participation and transparency of the process are vital to the credibility and quality of any impact assessment. A recurring criticism of impact assessments is that they seem merely to go through the motions of stakeholder consultation. This may be because a regulatory body does not scrutinize the nature of consultations held by a company in order to ensure proper community engagement. In other instances, companies may simply invite a limited group of community representatives to a meeting, rather than seeking more open engagement.

Many regulations require the dissemination of draft documents, public hearings, solicitation of public comments, written responses to such comments, and the like. A main goal of the
process should be to ensure open and effective dealing with “project affected communities.” A project that goes through the planning phase without consultation with the very people whose lives it will affect is courting a serious risk of local trouble. The U.S. Overseas Private Investment Corporation (OPIC) urges its clients to aim to achieve “broad community support for the project.”

Peru has an example of a law focused on stakeholder consultation. The Law of the Right to Prior Consultation with Indigenous or Native Peoples guarantees the consultation rights embodied in the 1989 Convention (No. 169) of the International Labour Organization (ILO) on Indigenous and Tribal Peoples. The law requires the Peruvian government engage in meaningful consultations with indigenous and tribal peoples on issues that affect them. Meaningful consultations require the people be informed, consulted prior to agency action, and with an opportunity to influence the decision. Essentially the law requires agencies to perform due diligence in the form of consultations before enacting “legislative or administrative measures” or implementing “plans, programs [or] projects,” that “directly affect [the] collective rights, physical or cultural identity, quality of life and development” of indigenous and tribal people.

Stakeholders’ interests can be protected if there are “watchdogs” observing the process, e.g., governmental agencies whose role it is to police the quality of assessment documents and to interfere in cases of noncompliance, and civil society organizations that may bring lawsuits to challenge the sufficiency of the process.

Due Diligence and Overseas Infrastructure and Development Projects

The International Finance Corporation (IFC), a member of the World Bank Group, has developed and updated a set of eight “Performance Standards” and companion “Guidance Notes” and “Procedures” that together impose a due diligence regime in which all IFC “clients” are obliged to participate, through: (1) a pre-approval assessment process; (2) the adoption of policies that conform to the Standards; and (3) contractual undertakings (in project approval documents) to comply with the Performance Standards throughout the life of their projects (referred to by the IFC as the “investment cycle”). In cases where local law contains requirements that are different from the Standards, the clients are obliged to follow the more stringent of the two.

The IFC’s policy regarding human rights due diligence is set forth in the Introduction to the Performance Standards:

3. Business should respect human rights, which means to avoid infringing on the human rights of others and address adverse human rights impacts business may cause or contribute to. Each of the Performance Standards has elements related to human rights dimensions that a project may face in the course of its operations. Due diligence against these Performance Standards will enable the client to address many relevant human rights issues in its project.
As the titles to the various Performance Standards suggest, they contain numerous requirements aimed at avoiding adverse impacts on specific human rights, including, among others: environmental protection, land acquisition and resettlement, protection of affected communities and indigenous peoples, security issues, observance of international labor standards, including prevention of slave labor and child labor, and associated supply chain assessment.

The IFC’s procedures for due diligence activities, such as evaluating proposed projects and monitoring projects in being are set forth in its Environmental and Social Review Procedures Manual, which covers all aspects of the investment cycle, including: pre-approval due diligence and assessment, identification of mitigation measures, stakeholder consultation and other public participation and information activities, records management, monitoring, ensuring that mitigation measures are made part of the approval documentation, etc. It assigns responsibilities for the various aspects of its assessment and monitoring activities, including responsibilities for receiving and responding to comments from affected communities and individuals and other stakeholders.

The Performance Standards are used by the Multilateral Investment Guarantee Agency (MIGA), the investment guarantee arm of the World Bank Group. Export development agencies in Canada and the United States have incorporated the IFC “standards” as part of their own due diligence regimes. While these recently revised Performance Standards could be improved and strengthened, they do illustrate how development banks or other lenders can integrate human rights among the conditions at which they provide support, particularly since in addition to the funds they provide, the participation of public institutions in development projects is often valued as guaranteeing the integrity of the project in which they agree to enter. States may seek inspiration from this in their own role as lenders and as insurers against investment risk.

5. Due Diligence as a Requirement for Doing Business with Government

States are significant market participants, both as purchasers and as owners. When States contract for goods and services through public procurement efforts, they influence company practice by requiring companies to engage in due diligence, or by providing them with preferential treatment in competition for government contracts based on their performance with respect to human rights.

In general, States may offer preferential treatment to companies that engage in human rights due diligence. Conversely, States may also suspend or prohibit companies from competing for government contracts when they have failed to exercise adequate due diligence, and have contributed to human rights violations.

Many jurisdictions allow public authorities to impose human rights due diligence obligations on companies seeking to be awarded public contracts. This is the case, for example, in the EU. The 2002 White Paper of the Commission on Corporate Social Responsibility already mentioned that “access to public procurement, conditional on adherence to and compliance with the OECD guidelines for multinational enterprises, while respecting international
commitments, could be considered by EU Member States and by other States adherent to the OECD Declaration on International Investment.”113

The existing legislation on public contracts in the EU114 now confirms that environmental and social clauses may be included as criteria for the award of public contracts.115 The applicable instruments also provide that in the selection of tenderers, certain disqualification clauses will apply, or may apply if the public authorities so choose. Article 45(1) of Directive 2004/18/EC provides that any candidate or tenderer, who has been the subject of a conviction by final judgment for participation in a criminal organization, corruption, fraud, money laundering, as defined in the relevant EU instruments, shall be excluded from participation in a public contract.

Under Article 45(2), any economic operator may be excluded from participation in a contract, inter alia, where that economic operator “has been convicted by a judgment which has the force of res judicata in accordance with the legal provisions of the country of any offence concerning his professional conduct.” If national law contains provisions to this effect, this may include non-compliance with environmental legislation, or the non-observance of national provisions implementing instruments related to anti-discrimination116 where such non-compliance has been the subject of a final judgment or a decision having equivalent effect.117 At present, these rules do not explicitly make the award of public contracts conditional upon human rights due diligence obligations; nor do they authorize the EU Member States to impose such conditions, unless they are part of social or environmental conditions. However, such developments may take place in the future, and the existing legislative framework in the EU could easily be adapted to that effect.

Due Diligence and Green Procurement

Several Asian States have required government ministries to procure environmentally friendly goods, through so-called “green procurement” schemes. This requires vendors who want to supply goods to government entities to ascertain if the goods they sell are produced in a manner that conforms to certain environmental and sustainability standards. Japan’s Law Concerning the Promotion of Procurement of Eco-Friendly Goods and Services by the State and Other Entities (the Law) has been in effect since April 2001. The Law stipulates that central government agencies shall establish green procurement policies, conduct purchases in accordance with published policies, and then report on results and achievements of green procurement. To implement the Law, the government has designated green procurement items and established evaluation criteria for use in such purchasing decisions. Implementation of the Law has resulted in green procurement of, since 2004, over 90% of office paper, 95% of stationary and office equipment, and all official vehicles.118

In the Republic of Korea, the Act on the Promotion of the Purchase of Environment-Friendly Products took effect in July 2005. In accordance with the Act, the public agencies (both national and local) are to publish green procurement policies and implementation plans, carry out the plan and report the results.119
In Taiwan, a green procurement article has been inserted into the Government Procurement Act that has been in effect since May 1999. In addition, there is a requirement for mandatory green procurement contained within the Resource Recovery and Reuse Act. As stipulated by the Article, all government agencies are to conduct preferential purchases of designated eco-products that can enjoy a 10% price preference. The government has also designated product categories and various evaluation criteria for green procurement and tracks the reporting and progress of implementation results. The annual target for purchases in designated product categories has been increased gradually since 2002.\textsuperscript{120}

**Due Diligence, Labor Rights and Prevention of Trafficking**

The U.S. Federal Acquisition Regulation (FAR), governing federal procurement, requires a person seeking a government contract to certify either: (a) that it will not supply an “end product” from a country identified on a list (of countries known to use forced or indentured child labor); or (b) that:

1. It has made a good faith effort to determine whether forced or indentured child labor was used to mine, produce, or manufacture any end product to be furnished under the contract that is on the List and was mined, produced, or manufactured in a country identified on the List for that product; and
2. On the basis of those efforts, the offer or is unaware of any such use of child labor.

The penalty for filing a false certificate is suspension or termination of the contract and/or debarment from federal procurement for up to three years.\textsuperscript{121}

On September 25, 2012, the U.S. President issued Executive Order, 13627, “Strengthening Protections Against Trafficking in Persons in Federal Contracts,”\textsuperscript{122} which prohibits specific trafficking-related activities and establishing affirmative duties for contractors and subcontractors. The Executive Order prohibits contractors and their subcontractors from engaging in a broad array of trafficking-related activities, such as providing misleading information about working conditions, requiring employees to pay recruitment fees, confiscating employees’ identity papers, or failing to pay return transportation costs for employees brought to a locale to work on a government contract.\textsuperscript{123} To ensure compliance contractors and their subcontractors must agree by contract to cooperate fully with contracting agency audits and investigations and, for contracts above $500,000, contractors and subcontractors are required to maintain a compliance plan. Any violation of the provisions in this Executive Order can result in termination of the contract and potentially debarment from future federal contracts.

Contractors, and their subcontractors, are required to perform due diligence to ensure they and their employees are not engaged in human trafficking activities.\textsuperscript{124} Like other public procurement schemes, the Executive Order requires contractors and subcontractors certify their compliance.\textsuperscript{125} The Order further requires annual certifications that neither they nor their employees have engaged in trafficking-related activities.\textsuperscript{126} Failure to comply with any of these provisions may result in suspension or termination of the contract and possible debarment.\textsuperscript{127} The Executive Order covers all federal contracts for services or goods whether
performed in the United States or abroad. The only exception is for contracts or subcontracts for commercially available off-the-shelf items. Contractors or subcontractors performing those contracts are exempt from the compliance plan requirement.

The United States has also regulated employee wages in the construction sector via the Davis-Bacon Act (DBA), initially enacted in 1931. The DBA is a statute targeted at combating social dumping within the United States on sites that benefit from federal contracts. It requires contractors and subcontractors to pay the laborers and mechanics ("covered employees") they employ the locally prevailing wages and fringe benefits as determined by the Department of Labor (DOL) when they are employed directly at the site of work of a federally funded or assisted construction project exceeding $2,000. Contractors and subcontractors are required to pay covered employees the “prevailing wage” rate unconditionally, weekly and without subsequent deductions or face civil liability, criminal liability, and possibly debarment.

The due diligence component consists of a requirement for contractors to insert provisions requiring their sub-contractors to pay laborers and mechanics the DOL determined prevailing wage in the locale in any contracts they form with such subcontractors. Thus, the duties imposed on the contractors concerning the level of pay, are passed on to the subcontractors if the work is thus subcontracted, and the federal contractors are expected to collect the weekly payrolls from their subcontractors and are ultimately responsible for any of their failures. The potential impacts of this legislation are considerable: approximately 20% of all construction projects in the United States are covered by the Act, affecting more than 25% of all construction workers in the nation at any given time.

**Due Diligence and Ethical Requirements for Investment of State Funds**

Governments may attempt to influence company behavior by requiring State investment funds to invest only in companies engaged in due diligence in order to avoid certain types of harms. Norway’s State Pension Fund-Global administers a set of ethical standards that include the following:

(a) serious or systematic human rights violations, such as murder, torture, deprivation of liberty, forced labor, the worst forms of child labour and other child exploitation;
(b) serious violations of the rights of individuals in situations of war or conflict;
(c) severe environmental damage;
(d) gross corruption; or
(e) other particularly serious violations of fundamental ethical norms.

An Ethical Council screens companies in which the Fund is invested for these violations, as well as for companies that “produce weapons that violate fundamental humanitarian principles through their normal use.” In making its determination, the Ethical Council conducts its own investigations and, where it finds violations, engages with companies to determine whether it should recommend that the company be excluded from the Fund’s investment universe. Although the phrase due diligence is not mentioned explicitly, the considerations for
exclusion in effect require companies to show what due diligence measures they are implementing in order to insure against their causing or participating in future violations:

In assessing whether a company shall be excluded . . . the Ministry may among other things consider the probability of future norm violations; the severity and extent of the violations; the connection between the norm violations and the company in which the Fund is invested; whether the company is doing what can reasonably be expected to reduce the risk of future norm violations within a reasonable time frame; the company’s guidelines for, and work on, safeguarding good corporate governance, the environment and social conditions; and whether the company is making a positive contribution for those affected, presently or in the past, by the company’s behavior.¹⁴²

Exclusion is not the only option available to the Fund. Companies may also be put under “observation,” where the Fund will regularly review the ethical performance of the company.¹⁴³

6. Due Diligence as a Condition for Trade and Investment Support

States encourage companies to engage in human rights due diligence by making it a condition of receiving government support for international trade and investment activity, such as export credit assistance, investment guarantees, and participation in trade missions.

Companies that engage in international trade and overseas investment often rely on home governments for access to export credit, investment guarantees and other support services (such as trade missions) that help them to export to or invest in global markets. To date, export credit agencies and other overseas development and trade agencies have required companies to demonstrate compliance with international environmental and core labor standards.

Due Diligence and Export Credit Agencies

In response to the UN Guiding Principles, export credit agencies have begun to address a broader range of human rights. In June 2012, the OECD Council adopted a Recommendation on Common Approaches for Officially Supported Export Credits and Environment and Social Due Diligence (the Recommendation).¹⁴⁴ For the first time, the Recommendation refers to both environmental and social impacts, the latter of which includes human rights:

“Social impacts” are the project-related impacts on the local communities directly affected by the project and on the people involved in the construction and operation of the project; these social impacts encompass relevant adverse project-related human rights impacts.¹⁴⁵

The Recommendation explicitly references the UN Guiding Principles on Business and Human Rights and also deploys human rights due diligence:
“Due diligence” is the process through which Members identify, consider and address the potential environmental and social impacts and risks relating to applications for officially supported export credits as an integral part of their decision-making and risk management systems.\textsuperscript{146}

The Common Approaches on Environment and Officially Supported Export Credits (Common Approaches) have long required participant export credit agencies to establish procedures for the screening of all projects with a repayment period superior to two years and value above 10 million SDRs.\textsuperscript{147} Regardless of the nature of the credit, projects must be classified as high- (A), medium- (B) or low risk (C). Consistent with the principle according to which the depth of the impact assessment should be commensurate with the reality of the risk and its severity, full environmental impact assessment is required for Category A projects.\textsuperscript{148} A somewhat lighter assessment applies to Category B projects.

In the decision on whether to support the project, participant export credit agencies are required to indicate which conditions are to be fulfilled prior to, during or after the conclusion of the project. Where certain conditions are imposed, the faithful implementation of such conditions must be monitored. Finally, the Recommendations provide that participants must report semi-annually on all category-A projects supported and on their compliance with the Common Approaches, and that they must evaluate the participant’s experience with the implementation of the standards contained in them.\textsuperscript{149}

The OECD’s Working Party on Export Credits and Credit Guarantees (ECG) also prepared a Recommendation on Bribery and Officially Supported Export Credits, which the OECD Council adopted in 2006.\textsuperscript{150} This Recommendation requires States to adopt a number of measures such as: informing exporters and applicants of the legal consequences of corruption and encouraging them to develop management controls against bribery; demanding they provide declarations to the effect that they or their agents have not been engaged or will not engage in bribery; and requiring them to verify and notify if any of the parties to the transactions being envisaged are on publicly available debarment lists.

The integration of human rights considerations into the policies of export credit and investment guarantee agencies remain in its infancy. A study reviewing twenty-five publicly held agencies offering overseas investment insurance found that only four required labor or employment-related standards of their clients.\textsuperscript{151} In the case of the U.S. Overseas Private Investment Corporation (OPIC), the standards against which the screening of projects was to be made involved the rights to organize and bargain collectively, minimum age for labor, prohibition of forced labor and acceptable conditions of work. The study assessed labor standards by asking potential investors to explain how labor relations were integrated into the project. The same respondents were asked to answer precise questions on the status of workers in the project envisaged. Misrepresentations and failure to disclose information could lead to cancellation of insurance.

Some ECAs, such as U.S. OPIC, the Swiss Export Risk Insurance and the U.K. Exports Credits Guarantee Department assess projects in terms of their coherence with the State’s
other international policies, such as the promotion of sustainable development, human rights and good governance. However, these criteria are not assessed via specific questionnaires administered to exporters or investors applying for insurance.

More progress has been made with regard to the use of environmental criteria in ECA-supported projects. A 2003 study assessed the environmental conditions required by nine OECD-member ECAs in relation to large dam projects, using the World Commission on Dams' framework of analysis. All of these nine ECAs integrate environmental conditions, though the methods and depth of their integration into the project design process vary considerably. The ECAs screen the projects they support and categorize them according to their risk. In accordance with OECD Arrangement rules, a full environmental assessment is required only in the highest risk category. Small or short-term projects are often exempted from screening procedures. The requirement that mitigation measures designed to reduce impact be monitored has also increasingly been included in loan agreements, establishing covenants and imposing reporting requirements.

The project sponsor usually does the reporting, although some ECAs are starting to use third-party monitoring. Failure in the reporting duties and in the implementation of mitigation measures can result, in most cases, in withdrawal of coverage. However, the study confirms that this has hardly ever been used by the agencies. Transparency and disclosure policies of ECAs have traditionally been a contentious issue. This is due to the conflicting demands of ECAs to serve the public and to also protect client confidentiality. The study observed, however, a trend towards more disclosure, in a timely and accessible manner. Finally the issue of public participation remains elusive, though ECAs have in general tended to require that sponsors undertake consultations with affected communities, as part of the environmental impact assessment.

Though they are important tools, export credit and investment guarantees are not the only trade and investment mechanisms that States have at their disposal to encourage business enterprises to act with due diligence as regards the human rights impacts of their activities. The Netherlands has developed an OS bedrijfsleveninstrumentarium or Trade and Industry Tool (T&I tool), as an initiative granting subsidies to Dutch enterprises undertaking several activities in developing countries. The T&I tool contains several subsidized programs that encourage enterprises to contribute to the development of the private sector in developing countries. Among them are the ODA (Official Development Assistance) programs, which are focused on cooperation with local and international enterprises in developing countries and operate with respect for the principle of people, planet and profit. The programs are funded by the Dutch Ministry of Foreign affairs and are executed, monitored and evaluated by organizations including Agentschap NL (Agency NL) and FMO (Entrepreneurial Development Bank). Dutch enterprises interested in contributing to the investment climate in developing countries may choose to accede to one of the T&I tool’s programs. The programs are open for all kind of Dutch businesses, though most applications are submitted by SMEs.

A company that wishes to participate in one of the programs and to qualify for the subsidies must provide a risk assessment on the activity intended, modeled on the OECD Guidelines
on Multinational Enterprises. The burden imposed on a company is designed to avoid overburdening SMEs, particularly as regards the search for information concerning the business partners. However, companies should at least ascertain the origin of the main materials used that are supplied by third parties.\textsuperscript{154}

Export Development Canada (EDC), the country’s export credit agency, makes various benefits available to companies engaging in activities in other countries, including accounts receivable insurance, foreign buyer insurance, export guarantees, bonding services, political risk insurance and equity support and project financing. Such benefits are intended to support the purchase of Canadian goods and services to be used in a project.

EDC is required to conduct an environmental and social review to determine whether a project that meets certain threshold criteria is likely to have adverse environmental effects, despite the implementation of mitigation measures; and, if such is the case, whether the EDC is justified in entering into the transaction. EDC may approve a project, despite its having unmitigated adverse environmental impacts, if it finds that such impacts are not “significant,” that the project exceeds international standards, and that the project brings certain environmental benefits to the country involved. It may also deny support to a project if the environmental impacts are too great.

EDC has its own procedures for the environmental and social review, which are not subject to the Canadian Environmental Assessment Act of 2012. These procedures are derived in part from the OECD Guidelines for Multinational Enterprises, the OECD Common Approaches for Officially Supported Export Credits and Environmental and Social Due Diligence, International Finance Corporation Performance Standards, IFC Guiding Principles on Human Rights and the Equator Principles.

The human rights component of EDC’s “social” review is limited. EDC does not acknowledge any statutory obligation to go beyond the potential social impacts as part of the environmental review, which includes: involuntary resettlement or other harmful project-related impacts on health, cultural sites, indigenous peoples or other vulnerable groups. However, it may conduct country reviews and other examinations of human rights matters on its own initiative.

EDC monitors its “client’s” compliance with requirements contained in its various contracts, as well as compliance with local law, the mitigation measures contained in an environmental assessment, through regular monitoring reports. In cases of non-compliance, EDC has authority to withdraw its support, should its efforts to achieve compliance not be successful. In the case of suspicion that a client has violated anti-bribery laws (or provisions in EDC documents) the EDC will notify the appropriate enforcement authorities.

\textit{Due Diligence and Trade Preferences}

States can use trade and investment related finance and other benefits to influence the behavior of its own companies (i.e. those domiciled or operating within its borders). However,
it may also use trade related incentives to influence the behavior of companies located in other jurisdictions, seeking to become trading partners. In these circumstances, States may use trade agreements, or trade preference programs, to require companies from other companies to engage in human rights due diligence.

The use of trade preferences to stimulate due diligence has been implemented in the apparel and textile sector. In order to create incentives for overseas suppliers to comply with international labor standards, while at the same time stimulate foreign investment in the apparel sector in Haiti, the U.S. Congress, enacted the Haitian Hemispheric Opportunity through Partnership Act (HOPE I) in 2006,155 and, subsequently, HOPE II. Building upon the Caribbean Basin Trade Partnership Act of 2000 (CBTPA),156 HOPE I gave duty-free status to apparel imports that met certain rules of origin, provided the President certified that Haiti was making progress towards, inter alia, an improved protection of labor rights.

HOPE II was adopted in 2008.157 HOPE II incentivizes Haitian apparel manufacturers to comply with these labor standards by offering duty-free treatment for their apparel exports and technical assistance to comply with labor standards. The standards implemented include the right of association; the right to organize and bargain collectively; the elimination of all forms of forced or compulsory labor; the effective abolition of child labor and a prohibition on the worst forms of child labor; and the elimination of discrimination in respect of employment and occupation.

HOPE II required Haiti to create a new independent Labor Ombudsman’s office to ensure Haitian firms are complying with labor standards and to establish a Technical Assistance Improvement and Compliance Needs Assessment and Remediation (TAICNAR) Program. This Program shall, in particular, assess firm compliance with core labor standards and national labor law, support remediation efforts, and publicly report on progress for all factories on the Labor Ombudsman’s register. The manufacturers that comply with core labor rights and that subject themselves to the oversight of Haiti’s Labor Ombudsman Office and firm level inspections by the ILO will be rewarded by duty-free access to the United States market.

The United Nations used a similar approach in its 1999 U.S.-Cambodia Bilateral Textile Trade Agreement.158 Under this trade agreement, the United States provided Cambodia access to US markets by giving expanded apparel and textile quotas conditional on improved working conditions in the garment sector. The bilateral agreement used the ILO Better Factories Cambodia (BFC) program,159 to monitor and report on whether working conditions in Cambodian garment factories complied with ILO Core Labor Standards and Cambodian labor law.

Trade incentives such as those provided in HOPE II may constitute a strong incentive for the importing company, or the retailers, to encourage their suppliers to improve their compliance with labor rights even beyond the minimum requirements set under the local legislation, and to dutifully submit to monitoring mechanisms established to verify compliance.
Such mechanisms indicate that trade agreements might be used constructively to build State capacities and create incentives for corporations to put in place adequate systems for human rights due diligence. Such agreements could make the trade protection benefiting the investor conditional upon that investor complying with certain standards related to human rights, a solution inspired by the “clean hands” doctrine sometimes alluded to by arbitrators.

7. Encouraging Due Diligence Through Consumer Protection Law

States may use administrative processes regulating consumer product safety to hold companies accountable for failure to conduct adequate due diligence. Companies will, for example, be held vicariously liable for the safety of their food products, ensuring that an importer or food manufacturers will engage in quality control and due diligence to ensure their food is free from contaminants and safe for consumption. Similar regulations exist for other product classes that pose specific health and safety risks, such as children’s toys and pharmaceuticals. By holding a manufacturer or importer responsible, States create an incentive for companies to engage in due diligence throughout their supply chains to ensure the final product is fit for use or consumption.

In addition to such rules, most States have in place consumer protection laws that aim to ensure that companies advertise their products and services in a way that is truthful and accurate. These laws typically focus on whether the information provided to consumers, and the way in which products and services are marketed, is not unfair or deceptive. Such consumer protection statutes hold companies accountable for the specific communications they make to consumers that seek to influence purchasing practices. This is relevant because, as expectations of consumers rise in this regard, companies increasingly may be tempted to make claims about their supply chain management and about the principles with which their business partners, their suppliers in particular, comply. False and misleading advertising laws increasingly provide consumers with remedies to challenge such representations, ensuring that companies effectively monitor the behavior of their business partners when they have make such statements. Such statements (through which, in effect, a company undertakes to control its suppliers) shall in fact become binding on the company, because States may treat such mode of expression as a form of advertising, that commits the company to act in accordance with its stated policies regarding due diligence. In order to ensure that such advertising shall not mislead consumers, States may also establish mechanisms allowing for a verification of compliance with the code of conduct adopted.

The 1984 EU Directive concerning misleading and comparative advertising is illustrative. It defines “advertising” in the broadest fashion possible, as “the making of a representation in any form in connection with a trade, business, craft or profession in order to promote the supply of goods or services”. Codes of Conduct are covered by this definition. The information misleading to the consumers which, “by reason of its deceptive nature, is likely to affect their economic behavior”, includes in particular the method of manufacture or the geographical origin. thus, whenever codes refer to the working conditions in which the advertised goods were produced, or – as may be justified when certain boycott campaigns are
The latest amendments to Directive 84/450/EC confirm what was already implicit in the original text. The Unfair Commercial Practices Directive (2005/29/EC) now explicitly notes that:

It is appropriate to provide a role for codes of conduct which enable traders to apply the principles of this Directive effectively in specific economic fields. In sectors where there are specific mandatory requirements regulating the behavior of traders, it is appropriate that these will also provide evidence as to the requirements of professional diligence in that sector. The control exercised by code owners [responsible for the formulation and revision of a code of conduct and/or for monitoring compliance with the code by those who have undertaken to be bound by it] at national or Community level to eliminate unfair commercial practices may avoid the need for recourse to administrative or judicial action and should therefore be encouraged. With the aim of pursuing a high level of consumer protection, consumers’ organizations could be informed and involved in the drafting of codes of conduct.

The Unfair Commercial Practices Directive seeks to harmonize the rules on misleading advertising beyond the minimum requirements initially set forth in the 1984 Directives. It provides that a misleading commercial practice may consist in practice which “contains false information and is therefore untruthful or in any way . . . deceives or is likely to deceive the average consumer,” in relation, inter alia, to “the main characteristics of the product, such as its . . . method and date of manufacture or provision, delivery, fitness for purpose, usage, quantity, specification, geographical or commercial or origin or the results to be expected from its use. . . . Article 6(2)(b) of the Directive moreover explicitly defines as constituting a misleading commercial practice non-compliance by the trader with commitments contained in codes of conduct by which the trader has undertaken to be bound, where:

(i) The commitment is not aspirational but is firm and is capable of being verified, and;
Consumers organizations should have the possibility to file claims against the company or group of companies that are in violation of the provisions of the directive, i.e., that resort to unfair commercial practices. Article 11(1) of the Directive provides in this regard that the EU member States should adopt “legal provisions under which persons or organizations regarded under national law as having a legitimate interest in combating unfair commercial practices, including competitors, may: (a) take legal action against such unfair commercial practices; and/or (b) bring such unfair commercial practices before an administrative authority competent either to decide on complaints or to initiate appropriate legal proceedings;” and Article 4 of Directive 84/450/EEC includes a similar provision.\textsuperscript{167}

Enforcement of the requirements established under the Unfair Commercial Practices Directive or under the 1984 Directive concerning misleading and comparative advertising is decentralized: it is the consumers themselves, through their representative organizations, who may seek to ensure that codes of conduct are not abused. Although the “owners” of the code of conduct, who have the direct responsibility of enforcing it and ensure it is complied with,\textsuperscript{168} may be encouraged to control unfair commercial practices and to establish bodies allowing for complaints to be filed, this is only to be favored “if proceedings before such bodies are in addition to the court or administrative proceedings,” and “recourse to such control bodies shall never be deemed the equivalent of foregoing a means of judicial or administrative recourse,” as required by the Directive.\textsuperscript{169}

There is some experience with this regulatory framework that demonstrates its usefulness as a tool to enforce due diligence undertakings by a company. In Germany, the EU Directive on Unfair Commercial Practices (2005/29/EC) has been implemented by the Unfair Commercial Practices Law (\textit{Gesetz gegen den unlauteren Wettbewerb}, UWG). The law provides for remedies when a company advertises that it adheres to Corporate Social Responsibility (CSR) policies, but in fact does not.\textsuperscript{170} For instance, one retailer advertised such participation in a CSR scheme on their website under “social responsibility” and in a brochure available in shops, as well as in replies to consumers' requests.\textsuperscript{171} They were sued by the Hamburg Consumer's agency (Hamburger Verbraucherzentrale, VZ HH)\textsuperscript{172} for false advertisement. The VZ HH was able to prove that there are at least three factories in Bangladesh, which supplied the company with textiles where the standards of the code of conduct were clearly not respected. While the code of conduct is not legally binding in a strict sense, the code of conduct states that the adhering company is responsible to ensure the respect of fundamental workers’ right all along the supply chain. The lawsuit was based on the argument that the company was misleading consumers to believe that the code was is in fact binding and that the standards outlined in the code of conduct were complied with, which in reality it had not done. The plaintiffs alleged that such conduct was in contravention of Section 5(1) No. 6 UWG as well as the more general norm Section 3(1) UWG. The company accepted the claim of VZ HH and therefore decided to change its advertisements. No court decision was delivered. In the United Kingdom, the Consumer Protection from Unfair Trading Regulations 2008 make it a criminal offense for a Company to knowingly or recklessly engage in an “unfair
commercial practice,” consisting of one or more defined acts that mislead a consumer in his or her “economic behavior.” The Act provides for a due diligence defense, requiring a company to prove: “that he took all reasonable precautions and exercised all due diligence to avoid the commission of such an offense by himself or any person under his control.” The U.K. Office of Fair Trading, a part of the Department for Business Enterprise and Economic Reform, has issued guidance on how companies may comply with the Act. A formal quality management system is advised – although not mandatory, other than the manufacture of gas appliance – and no specific due diligence program advised.

In the United States, all fifty States, the District of Columbia, Puerto Rico, Guam, and the Virgin Islands, have Consumer Protection Laws based on the U.S. Federal Trade Commission Act’s prohibition against deceptive and unfair methods of competition in or affecting commerce. Because the laws are modeled after Section 5(a)(1) of the FTC Act (which prohibits “unfair or deceptive acts or practices” (UDAP)), the States’ laws are often called “little FTC acts,” or “UDAP” statutes. State statutes provide for private rights of action for those injured by a violation of the statute; generally only consumers who purchased goods in reliance on false or deceptive advertising have standing to sue. In at least one case, a UDAP action survived a constitutional challenge based on the argument that advertising should be protected as an exercise of freedom of expression. In Kasky v. Nike, Inc., the California Supreme Court ruled that false commercial advertising is not constitutionally protected speech under the First Amendment to the U.S. Federal Constitution. In a decision dismissing a writ of certiorari in the case, the U.S. Supreme Court raised the issue whether advertising that mixes both commercial and non-commercial speech is entitled to some form of First Amendment protection, but this issue was not definitively decided because the case was settled out of court.

States may also try to move companies to conduct human rights due diligence with respect to products and services by offering them the opportunity to participate in a government-sponsored labeling or certification scheme. To date, these programs are not widespread, and have not lead to large-scale company adoption, but provide an option for States to consider, alongside other types of regulation.

For example, The EU has adopted regulatory schemes on voluntary eco-labeling and eco-auditing. The EU Eco-Management and Audit Scheme (EMAS) is a management tool for companies and other organizations to evaluate, report and improve their environmental performance. It is conceived as a voluntary instrument, which acknowledges organizations that improve their environmental performance on a continuous basis and that seek to gain registration under the label in order to “gain added value in terms of regulatory control, cost savings and public image provided that they are able to demonstrate an improvement of their environmental performance.” The scheme was initially open to organizations from the industrial sector only. It was later, in 2001, extended to all sectors, and it is now open to all organizations, both private and public, in and outside the community, whose activities have an environmental impact. EMAS registered organizations undertake to (i) conduct an environmental review considering all environmental aspects of the organization’s
activities, products and services; (ii) establish an environmental management system aimed at achieving the organization’s environmental policy; (iii) carry out an environmental audit; and (iv) report on their environmental performance through the publication of an independently verified environmental statement.\(^{183}\)

Companies may be suspended or deleted from the register if it is found that they have failed to comply with the requirements set out in the Regulation, or with any applicable legal requirements relating to the environment.\(^{184}\) The EMAS registration is valid for three years, after which it must be renewed based on the verification of a full environmental management system and audit program and of its implementation. It is notable that the competent bodies that the EU Member States must establish, and which shall independently and impartially verify whether an applicant organization can be registered, may establish the conditions under which observations from interested parties may be received before deciding on the application, which opens the possibility for a public scrutiny of the conduct of the applicant organization.\(^{185}\) The EMAS Regulation provides that each Member State establishes a system for the accreditation of independent environmental verifiers and for the supervision of their activities, ensuring that they are independent and that they fulfill their tasks impartially.\(^{186}\)

In 2002, Belgium adopted a law focused on socially responsible production.\(^{187}\) The law provides that a company may be authorized to place the social label on a service or good it commercializes on the Belgian market, thus certifying that all the steps of the production are in conformity with the eight core conventions of the ILO (relating to the prohibition of forced labor, freedom of association, the right to collective organization and bargaining, the prohibition of discrimination in employment and remuneration, minimum age for child labor and the prohibition of the worst forms of child labor).

The Belgian Ministry of Economic Affairs grants a company the use of the socially responsible label on the basis of a binding opinion delivered by a 16-members committee composed of a variety of stakeholders.\(^{188}\) A company requesting the label for any product it intends to market must ensure compliance with ILO core labor standards throughout its production chain. Not only must it provide such assurances in its initial request, it also must agree to submit to independent auditing procedures performed on an annual basis, thus allowing regular verification of the claim of the company to which the label has been granted.\(^{189}\) In addition, a participating company must establish a complaints mechanism, allowing any interested person to allege that a company is not fully complying with relevant ILO conventions in its production chain. This may lead to \textit{ad hoc} verifications of such claims. Misuse of the label may lead to sanctions being imposed on the company concerned, in the form of fines or even imprisonment for the executives of the company.

Both labeling systems are based on the certification on the basis of objective criteria, verified through an independent monitoring, in order to encourage organizations to ask for such certification and the public to have confidence in the logo through which the certification is made visible. It should be added, however, that such incentives to establish robust due diligence mechanisms, relying on the obtaining the right to use a certified label, depends on the fulfillment of two conditions: the public must be well informed of the label, in order to the
acquisition of the label to be worthwhile in a marketing strategy, and the market concerned must be large enough for the company to invest in the acquisition of the label and the improvement of its practices in order to comply with its requirements. Neither of these two conditions is satisfied as regards the Belgian 2002 law on socially responsible production, which may explain its poor rate of success as measured by the number of companies having joined the scheme.

8. Reporting, Transparency and Disclosure Requirements for Due Diligence

States increasingly require companies to publish or disclose their policies and practices with respect to particular issues. States create transparency requirements as a means of (a) providing regulators and stakeholders with information about significant corporate activities that may have an impact on the public or particular communities and (b) getting companies to articulate what, if anything, they are doing with respect to a particular type of risk. Such reporting, disclosure and transparency requirements could be extended to ensure that companies disclose the human rights risks involved in their activities, as well as down the supply chain. While companies generally may prefer to avoid assessing such risks, both in order to avoid having to take remedial or mitigating action and because of the potential reputational costs involved in acknowledging the risks involved, large institutional investors are increasingly demanding this information from the companies in which they intend to invest. Yet, the pressure from the socially responsible investment sector may not be sufficient to channel existing reporting and disclosure practices towards reporting about human rights risks, encouraging companies to act with due diligence in order to avoid such risks from materializing. This section examines how the State could take action to encourage such practices.

Some jurisdictions have made significant progress in imposing reporting obligations on companies. In France, Art. L225-102-1 of the Commercial Code now provides that the annual management report of a company should include “information on how the company takes into account social and environmental consequences of its activity and its social commitments in sustainable development and the fight against discrimination and promoting diversity.”

In Argentina, the City of Buenos Aires enacted Law No. 2594 to promote socially and environmentally friendly behavior. It requires companies, whether domestic or foreign, that employ over 300 people and whose main business has resided in the city for over a year to prepare an annual report of their social, environmental and economic impact. Companies that fail to comply may be held criminally liable. Companies that voluntary submit annual reports may receive access to credit and other special programs.
The fact that a company is required by regulators to disclose its policies and procedures will prompt companies to not only report, but also to act affirmatively to ensure compliance with the standards set. If a company fears adverse consumer reaction for example, it may alter its company compliance mechanisms to address a subject on which they previously took no action or less comprehensive action. Transparency also allows stakeholders, such as consumers, shareholders, and civil society organizations, to have access to information about a company’s activities, and to advocate for changes to such policies.

States have started to require companies, particularly large publicly listed companies, to disclose whether they have policies and activities focused on corporate social responsibility (CSR). These standards are usually different concept from business and human rights, and may or may not include a company’s policies and activities relating to human rights. In addition, States have begun to enact legislation that requires companies to disclose their due diligence activities with respect to particular human rights issues, most notably, prevention of human trafficking, and use of conflict minerals. In tandem with State-mandated transparency measures, stock exchanges and other corporate governance bodies are developing new types of reporting procedures for companies, in areas focused on environmental and social reporting.

Under Section 99 of the Danish Financial Statements Act, Danish companies above a certain size, and certain institutional investors, mutual funds and other listed financial enterprises are required to publish an annual CSR report that states whether or not a company has a CSR policy, and includes at least a summary of such policy. Businesses have to either report about their CSR activities or state that they do not engage in CSR. The report must be published in the management section of a company’s annual report, as a supplement to its annual report, or on its website. The mandatory CSR report must remain accessible for at least five years. Reports must include the company’s evaluation of progress made towards achieving CSR goals during the past year (stated in qualitative terms). If no specific results have materialized yet, the report must provide that information. If a company has expectations on future achievements as a result of its CSR policies, information on these must also be provided.

Since 2012, any company that reports on its CSR policy must include both human rights and climate change provisions in such policy. Otherwise, there are no requirements for the contents of CSR policies, although the securities laws (which require all issues of materiality to be included in a covered company’s reports under those laws) indicate that CSR is the voluntary consideration of, amongst others, human rights, societal, environmental and climate conditions as well as combating corruption in their business strategy and activities.

For the purposes of the Danish laws, a company that has acceded to the UN Global Compact or Principles on Responsible Investment (PRI) may choose to report through the Communication of Progress (CoP) report, which it is expected to prepare under these instruments. A subsidiary company may be exempted from the reporting provision provided (1) the parent company provides a CSR report, which includes information on subsidiaries, or (2) the parent company has prepared a report required under the international instruments.
Danish CSR reports covered by the CSR reporting law are subject to auditing, which is limited to a consistency check to ensure consistency between the management report and other parts of the report subjected to audit requirements. No audit of consistency between CSR policies and actual practice or performance is required. Regardless of where a company’s report is published, the auditor’s statement on its mandatory reports must cover the CSR report, and the reports are subject to the same rules as to accuracy and completeness as other information submitted under those laws. Non-compliance by the management with the reporting requirements is subject to punishment by fine. An auditor’s non-compliance with the auditing requirements is also subject to punishment by fine.

Canada’s federal securities laws, along with guidance jointly adopted by all of the provincial securities agencies and policies issued by the Canadian Institute of Public Accountants (CICA), require companies that must file periodic reports to identify, among other matters, the principal risk factors (“in order of seriousness”) that might adversely affect the company’s financial performance. Companies may be subject to criminal and civil liabilities if their reports contain false or misleading information.

Among the risk factors specifically mentioned in the securities laws or in the accounting standards are “political or environmental issues,” which must be discussed in either the “management discussion and analysis” (MD&A) that relates to interim and annual financial statements or to the annual information form (AIF). The potential impact of such risks must be disclosed, along with the company’s management systems for dealing with such risks. Separate rules dealing with mineral projects require the inclusion of “a general discussion on the extent to which the estimate of mineral resources and mineral reserves may be materially affected by any known environmental . . . legal . . . socio-economic . . . political or other relevant issues . . .”

A company must disclose its corporate social responsibility policies, which the CICA advises should be integrated into corporate financial statements in particular instances, addressing: “policies regarding your company’s relationship with the environment or with the communities in which it does business, or human rights policies . . . and the steps your company has taken to implement them.”

Spain’s 2011 Sustainable Economy Law says that government-sponsored commercial companies and state-owned business enterprises, “attached to the central government,” shall adapt strategic plans to file annual corporate governance and sustainability reports in accordance with generally accepted standards, and must mention whether this information has been examined by an independent third party. If the corporation has more than one thousand employees, this report must also be sent to the Spanish CSR Council. The law suggests that the government will make available a set of indicators for self-evaluation in accordance with international standards on social responsibility.

Malaysian law also requires all listed companies to publish corporate social responsibility information in their annual reports. In 2006, recognizing that voluntary CSR disclosure were having little impact, then Prime Minister, Abdullah Ahmad Badawi, announced that as
of 2008, the government would require all publicly listed companies in Malaysia to publicly report their CSR activities. In support of this policy, Bursa Malaysia, the Malaysian Stock Exchange, changed its listing rules to require such reporting.\[^{203}\]

Some governments are focused on reporting in particular sectors. Australia, for example, has introduced ethical disclosure requirements under the Financial Services Reform Act (FSRA).\[^{204}\] Issuers of financial products must disclose the extent to which “labor standards or environmental, social or ethical considerations are taken into account in the selection, retention or realization of an investment.” Product issuers are required to make two separate Product Disclosure Statements (PDS). The first disclosure is on labor standard considerations, and the other on environmental, social and ethical deliberations.

Finally, States may also require companies to disclose what steps they are taking with respect to due diligence to prevent and detect human rights violations in their global supply chains. The California Transparency in Supply Chains Act requires a retailer doing business in California who has worldwide sales in excess of $100 million (reportedly some 3200 companies) to “conspicuously” disclose on its website\[^{205}\] the extent to which the company engages due diligence on its supply chains with respect to human trafficking. Companies do not have to actually do anything with respect to human trafficking prevention, they must merely report on whether they do or do not take certain steps. As such, it is a disclosure statute that simply asks companies to tell the public what they do, and to publish this on their website with a conspicuous link to the pertinent information. The statute provides that “The exclusive remedy for a violation of this section shall be an action brought by the Attorney General for injunctive relief.”\[^{206}\]

Section 1502 of the Dodd-Frank Wall Street Reform and Consumer Protection Act\[^{207}\] requires companies with securities registered with the Securities and Exchange Commission to report on their due diligence with respect to conflict minerals\[^{208}\] originating in the Democratic Republic of the Congo or an adjoining country (the “Covered Countries”).\[^{209}\] The SEC promulgated implementing rules under the Act on September 12, 2012.\[^{210}\]

In its preamble to the rules, the SEC states, “Congress intended to further the humanitarian goal of ending the extremely violent conflict in the DRC, which has been partially financed by the exploitation and trade of conflict minerals originating in the DRC.” The preamble explains that “to accomplish the goal of helping end the human rights abuses in the DRC caused by the conflict, Congress chose to use the securities laws disclosure requirements to bring greater public awareness of the source of companies' conflict minerals and to promote the exercise of due diligence on conflict mineral supply chains.”\[^{211}\]

If a company’s conflict minerals originated in one of the Covered Countries, it is to submit a report to the SEC\[^{212}\] that includes a description of the measures it took to exercise due diligence on the conflict minerals' source and chain of custody.\[^{213}\] Such measures must include an independent private sector audit of the report that is conducted in accordance with standards established by the Comptroller General of the United States.\[^{214}\] The report must include a description of the products manufactured or contracted to be manufactured that are...
not “DRC conflict free,” the facilities used to process the conflict minerals, the country of origin of the conflict minerals, and the efforts to determine the mine or location of origin.

A company that finds conflict minerals in its supply chain that originated in the Covered Countries must determine and disclose whether those minerals directly or indirectly financed or benefited armed groups in the Covered Countries. Products are “DRC conflict free” when those products do not contain conflict minerals that “directly or indirectly finance or benefit armed groups” in the Covered Countries. The term “armed group” is defined as “an armed group that is identified as perpetrators of serious human rights abuses in the annual Country Reports on Human Rights Practices issued by the United States Department of State under sections 11(d) and 502B(b) of the Foreign Assistance Act of 1961.” If a company is unable to determine, after conducting due diligence, whether its products are “DRC conflict free,” it must report that they are “DRC conflict indeterminable.” Issuers with “DRC conflict indeterminable” products are required to provide a Conflict Minerals Report that describes, among other matters, the measures taken by the issuer to exercise due diligence on the source and chain of custody of the conflict minerals.
III. The Reach of Human Rights Due Diligence

National and international due diligence regimes require business enterprises to implement due diligence across organizational and national boundaries. An examination of various national and international legal texts that rely on due diligence suggests due diligence is used by these different legal regimes to overcome the obstacles to effective regulation posed by complex corporate structures or trans-jurisdictional activities. This section describes the reach of the human rights due diligence that States should require of business enterprises.

Contemporary business activity is integrated across national and organizational boundaries. Companies operate through networks of suppliers, sub-contractors, franchisees, and distributors, often located in different States. The corporate group usually includes a number of separate legal entities, over which the parent company, which owns part or all of the stock, exercises variable degrees of control. These various entities may be incorporated or operate in different jurisdictions. As a result, most products and services available today may be said to be the result of collaboration between a number of business entities, entertaining contractual or investment links, and often escaping the jurisdiction of any single State.

Over time, the legal regimes governing due diligence activities have adapted their reach to the activities and relationships created by this integration of business enterprises. In national legal systems, and under international law, the responsibility of business enterprises to conduct due diligence does not end at the legal boundary of the individual company. The rationale defining the reach of due diligence provisions in this way is to protect against situations in which respect for legal standards, such as environmental protection, labor rights, and anti-corruption, may be undermined by the creative use of business relationships, the various forms of business entities and the organization or structure of corporate groups.

This approach is also reflected in the international instruments developed with respect to business and human rights. Guiding Principle 2 recommends that "States should set out clearly the expectation that all business enterprises domiciled in their territory and/or jurisdiction respect human rights throughout their operations," thus excluding a restrictive reading of the human rights responsibilities of companies that would be limited to the individual legal entity, or to operations only within the territory of the State of incorporation. Guiding Principle 13 addresses both a business enterprise’s “own activities” and those impacts that arise from activities “directly linked to their operations, products or services by their business relationships, even if they have not contributed to those impacts.” The Commentary to Guiding Principle 13 states:

Business enterprises may be involved with adverse human rights impacts either through their own activities or as a result of their business relationships with other parties . . . For the purpose of these Guiding Principles, a business enterprise’s “activities” are understood to include both actions and omissions; and its “business relationships” are understood to include relationships with business partners, entities in its value chain, and any other non-State or State entity directly linked to its business operations, products or services.
Guiding Principle 14 states that responsibility applies to all business enterprises, regardless of “structure,” which the UN Office of the High Commissioner for Human Rights interprets to mean that “the corporate group structure does not make any difference to whether entities within the group have to respect human rights. It simply affects how they go about ensuring that rights are respected in practice, for instance through their contractual arrangements, internal management systems, governance or accountability structures. In the event that human rights abuses occur, it will be national law in the relevant jurisdictions that determines where the liability falls.”

Similarly, the OECD Guidelines on Multinational Enterprises (as updated in 2011) provide that business enterprises domiciled in OECD countries should use their “business relationships” to “Seek ways to prevent or mitigate adverse human rights impacts that are directly linked to their business operations, products or services by a business relationship, even if they do not contribute to those impacts.” Both the Guiding Principles and the OECD Guidelines recognize that many business enterprises operate as part of large networks of agents, suppliers, subcontractors and clients and that, as a result, it may be difficult for the enterprise to systematically monitor the activities of all its business partners. Both respond to this in ways similar to those developed at a national level to ensure that corporations act with due diligence: through the use of leverage. Neither the Guiding Principles nor the OECD Guidelines restrict due diligence to the limits of the legal entity or the boundaries of the state.

At the national level, there are numerous examples of state regulations that create due diligence obligations that extend beyond an individual business enterprise to also reach different actors that have significant relationships with a company. Most legal systems attribute responsibility to a business enterprise for the acts of its managers and employees, but also through the acts of agents, partners or contractors who were acting on its behalf. On this basis, the legal systems of most countries have deployed due diligence as a way for a business enterprise to defend itself against liability for the acts of such agents. Such due diligence typically extends beyond the scope of the immediate company to include business enterprise groups, networked businesses, subsidiaries, agents and subcontractors.

For example, many legal systems impose legal obligations with regard to a business enterprise’s risk management to prevent harms to workers. States often require the implementation of due diligence to detect and protect against such risks. Thus, the German Arbeitnehmer-Entsendegesetz (AEntG) provides that a corporation will be held liable for any failure to fulfill important duties arising from the employment contract between a business enterprise’s subcontractor and the latter’s employees. The objective of the law is to encourage corporations to adopt better monitoring mechanisms in relation to sub-contractors and to prevent wage dumping.

In Canada, Section 217.1 to the Criminal Code establishes a legal duty for a business to conduct due diligence to protect against the risk of bodily harm of employees and the public and to take reasonable steps to ensure their safety. In the event of serious injury or death, a company may face criminal liability if “senior officers” fail to prevent a violation by one of their “representatives” (or, with the at least partial intent to benefit the organization, direct
one of their “representatives” to commit a violation). The statute identifies a “representative” as “a director, partner, employee, member” but also an “agent or contractor of the organization.” This definition extends the responsibility of the enterprise beyond its own legal boundaries to include those with whom it is working. This approach reflects the increasing complexity of business organizations where contracting and partnerships can cloud the actual responsibility for health and safety in practice. The resulting implementation guidance to the law describes a “due diligence process” that is strikingly similar to the Guiding Principles as well as other national definitions of due diligence.\textsuperscript{220}

The effect of the German and Canadian examples is to require that due diligence is not restricted to a company as narrowly defined in law, but rather to require that due diligence reaches the various actors in the value chain of the business enterprise that can have an impact on the ability of the company to comply with the law. In effect, the regulations align the reach of the due diligence requirements imposed on a business enterprise to include the scope of its business relationships.

The approach to due diligence that extends its reach beyond the legal boundary of the individual company to include its business relationships also recognizes that business relationships cross national boundaries. Part of the rationale for extending the reach of due diligence provisions to include business relationships is to respond to the problems posed by the reality of the integration of global commercial activity, which makes regulatory oversight by any one regulator both difficult and complex. The approach adopted by national due diligence regimes, and more recently by international standards outlined by the Guiding Principles and the OECD Guidelines, recognizes that business responsibility arises through these business relationships and extends the due diligence requirement throughout the global business operations of the firm and does not limit due diligence to the borders of the jurisdiction where the rule is made.

Indeed, because due diligence throughout the operations of the business enterprise extends across a number of jurisdictions, States may require the adoption of due diligence measures even though such measures may influence conduct outside the national territory. This approach finds support in international law,\textsuperscript{221} which imposes on States a duty to prevent their national territory to be used to cause harm on another State’s territory. Though initially affirmed in the context of transboundary pollution,\textsuperscript{222} the obligation is not limited to such cases, and the rule goes beyond international environmental law:\textsuperscript{223} The duty of the State extends to the regulation of the activities of private persons within its territory, which “is no less applicable where the harm is caused to persons or other legal interests within the territory of another State.”\textsuperscript{224}

In China, for example, the Ministry of Commerce (MOFCOM) and other relevant government agencies have since 2010 issued a series of regulations and guidelines to Chinese businesses operating abroad and to employment companies placing Chinese workers at foreign firms abroad.\textsuperscript{225} Rules that took effect on August 1, 2012, require employment firms to have a “sound internal management system and an emergency handling system,” to “track and understand overseas working and living conditions of the laborers,” to provide accident
insurance where the foreign employer does not, and to intervene with foreign employers “to resolve the difficulties and problems encountered by the laborers in their working and living conditions.”

In February 2012, MOFCOM issued its Guidelines on Safety Management of Overseas Chinese-invested Enterprises, Institutions and their Personnel, which complement the Regulation on Safety Management of Overseas Chinese-invested Enterprises, Institutions and their Personnel (issued by seven ministries, including MOFCOM, in August 2010). The guidelines explain how companies should conduct risk assessments, including certain human rights-related compliance requirements, as well as contingency plans for security of staff. The Guidelines on Safety Management include advice on the due diligence investigation process with respect to foreign investment projects with a particular focus on the investment environment (political and social stability) and environmental protection.

National laws prohibiting bribery of public officials require companies to conduct due diligence with respect to their subcontractors, partners and others with whom they work, regardless of whether they are separate legal entities or are domiciled in jurisdictions abroad. For example, under the U.K.’s Bribery Act (2010), it is a criminal offense for a person “associated” with a business enterprise to bribe a foreign official in order to obtain business or a business advantage. In the Act, an “associate” is defined as “a person who performs services for or on behalf of (a business enterprise),” a function that is to be determined “by reference to all the relevant circumstances and not merely by reference to the nature of the relationship.” The Act makes explicit that the capacity in which the associate is acting “does not matter,” whether an “employee, agent or subsidiary.”

Under the U.K. Bribery Act, a business enterprise can defend itself against charges of bribery by showing that it had “adequate procedures” in place, including due diligence with respect to employees, agents, and subsidiaries, or anyone who performs services on its behalf. The Act applies to any British national or corporate body, regardless of where the bribe is paid or where the actions (or omissions) of the firm were committed. The law also applies to foreign entities with U.K.-based operations.

A company’s need to extend its due diligence beyond the jurisdiction where it is domiciled may stem from the scope of its legal liability for negligence under civil and tort law, in the jurisdiction where it is domiciled, for acts committed abroad. Accordingly, people harmed by tortious acts carried out by company’s agents or partners may raise claims against this company for its involvement or lack of involvement in the management of the harmful operation and for failing to exercise due care to prevent the harm.

In the EU, under Council Regulation (EC) No 44/2001 (the “Brussels I” Regulation), the national courts of the EU Member States are in principle competent to hear civil proceedings against persons, including corporations domiciled in the EU, for certain tortious acts, even if the damage occurs or is caused outside the territory of the Member States and the claimants are not domiciled in an EU Member State. The action may be lodged either in the State where the parent business enterprise is domiciled or, where a branch of that business enter-
prise has actually been at the basis of the act causing the damage, in the State where that
branch is located. For instance, a Dutch court relied on the Brussels I Regulation as the basis
for establishing jurisdiction over charges of pollution in Nigeria that were filed by a Nigerian
citizen against the oil business enterprise, Shell.\textsuperscript{232} The same was done by a London
court ruling on charges filed against a British corporation for its involvement in the dumping of
toxic waste on the Ivory Coast.\textsuperscript{233} Such torts may include violations of human rights norms or
international crimes.\textsuperscript{234} Similar cases have been raised in the United States, Australia, and
Canada, however, whereas in these common law jurisdictions such claims must pass the \textit{forum
non conveniens} test - there must be no other competent forum accessible to the victims which on
balance presents closer links to the case presented - such a test cannot be imposed where the
action is based on the "Brussels I" Regulation, which stipulates compulsory rules on jurisdic-
tion.

The 1990 Americans with Disabilities Act provides another example where the forum State
protects human rights abroad, by imposing certain requirements on companies domiciled
under its jurisdiction. The Act prohibits discrimination against persons with disabilities by any
employer, employment agency, labor organization, or joint labor-management committee. It
provides for the extraterritorial scope of the prohibition by establishing a presumption ac-
cording to which “If an employer controls a corporation whose place of incorporation is a
foreign country, any practice that constitutes discrimination under this section and is engaged
in by such corporation shall be presumed to be engaged in by such employer.”\textsuperscript{235} However, in
order to remain within the boundaries of extraterritorial jurisdiction as circumscribed under
international law by the principle of active personality (i.e., as justified by the nationality of
the regulated entity), this section does not apply with respect to “the foreign operations of an
employer that is a foreign person not controlled by an American employer.”\textsuperscript{236} This is equiva-
lent to imposing on all American employers covered by the Act a due diligence obligation to
monitor the compliance of all the corporations they control in foreign countries with the
prohibition of discrimination on grounds of disability.

The intent of such provisions is to prevent business enterprises from escaping responsibility by
outsourcing risky activities to others through their business relationships. These laws ap-
proach responsibility in a way that recognizes the formal limits of the legal entity but does not
allow the choice of organizational forms to create obstacles to addressing the potential harms
or violations arising from the business activities of that entity. The purpose of the due
diligence concept is to require a business to identify, prevent or mitigate, and account for, a
harm or violation. By doing so across a firm’s business relationships globally, the scope of due
diligence is designed to overcome other legal boundaries, such as the reality of separate legal
entities, or separate jurisdictions. Its scope is, therefore, often determined first and foremost
by the nature of the harm to be avoided.
Raising the Bar for Human Rights Protection: Determining Which Law Applies

The Guiding Principles on Business and Human Rights state in Guiding Principle 2: “States should set out clearly the expectation that all business enterprises domiciled in their territory and/or jurisdiction respect human rights throughout their operations.” This raises the question of which law shall apply to transnational cases, and whether, in exercising its (extraterritorial) jurisdiction by allowing its courts to adjudicate certain claims concerning situations that occurred abroad, the forum State shall apply its own laws to the situation concerned or apply the locally applicable legislation.

In the EU, two separate instruments regulate the question of jurisdiction and the question of the applicable law. As mentioned above, the 2000 “Brussels I” Regulation is a jurisdictional statute that has been increasingly relied upon in recent years by victims of activities of corporations domiciled in the EU, which were considered civilly liable for damages caused by human rights violations in third countries. However, the “Brussels I” Regulation does not address directly the question of which law will apply in any claims. In the EU, that question is answered, for tort liability claims presented to the national courts, by Regulation (EC) No. 864/2007 of the European Parliament and Council of 11 July 2007 on law applicable for non-contractual obligations (“Rome II” Regulation). This Regulation in principle designates the lex loci delicti, or the rules in force in the State where the damage occurred, as the applicable law for the purposes of civil actions. That is the principle established by Art. 4(1) of this Regulation.

There are exceptions to this rule, however. First, the law of the forum State may apply where the lex loci delicti is not sufficiently protective of the human rights of the person to whom damage is caused. This would include, for example, a situation where labor rights as recognized in the core ILO conventions are violated. Courts in Germany have recognized, for instance, that the right to maternity leave or the right to sick pay are both mandatory in such circumstances; and so should the right to form unions or the prohibition of discrimination.

Second, “In assessing the conduct of the person claimed to be liable, account shall be taken, as a matter of fact and in so far as is appropriate, of the rules of safety and conduct which were in force at the place and time of the event giving rise to the liability.” (Art. 17) This provision is important for the management of global supply chains, because it implies that where a harm occurs in State B as a result of the conduct of a business enterprise domiciled in the forum State A, the definition of the conduct that may be considered reasonable shall be defined in accordance with the law of this latter State. Therefore, business enterprises domiciled in an EU Member State whose laws provide that a failure to act with due diligence may engage their liability, could be found liable on that basis, even if the harm occurs in a third State, and even though the law applicable to the claim for damages filed before national courts in the EU would in principle be the lex loci delicti.
IV. Human Rights Due Diligence Procedures

The experience of States with regulating due diligence suggests that there is no single due diligence procedure to satisfy all regulatory challenges, but it is possible to describe core elements of due diligence procedures. This section describes the core elements of due diligence processes found in the regulatory regimes of States and finds that these are consistent with the description of human rights due diligence described in the Guiding Principles.

Under the Guiding Principles, the business responsibility to conduct human rights due diligence includes the responsibility to (i) identify actual or potential impacts; (ii) prevent and mitigate impacts thus identified; and (iii) account for impacts and responses to them. These components are common to the various due diligence regimes established under national systems. Such regimes exhibit common procedural elements, operationalizing each of these components, based on what is often referred to as “reasonable steps” that would be expected of a responsible business under various legal regimes in different countries.

This Section of the Report does not detail every conceivable due diligence framework available to policymakers. However, it is possible to summarize the key elements common to a variety of due diligence regimes. States should integrate these key elements into the design of their own regulatory measures focused on corporate human rights due diligence.

1. The Responsibility to Identify Actual or Potential Impacts

States should ensure that business enterprises seek information about the actual or potential impacts of their activities. The existing due diligence regimes in different national jurisdictions all require a business enterprise to investigate its activities and relationships for actual or potential violations of standards described in law. Human rights due diligence requires a business enterprise to actively seek information about the negative human rights impacts of its activities, as well as about the risk that negative human rights impacts may occur in the future. Once a company identifies such impacts, this triggers a responsibility to prevent and mitigate potential or existing violations, and to remediate any violations that have previously occurred. Seeking information requires an ongoing, continuous process of information gathering, monitoring and analysis, ideally performed prior to the start of an activity and at regular intervals during the course of an ongoing activity.

The existing due diligence regimes are based on the notion that the size and nature of a particular commercial activity, in combination with the characteristics of a particular operating context, will significantly influence the kinds of harms or violations that are likely to arise. The interaction of the business activity with a particular human rights context gives rise to potential or actual human rights violations and helps to define the focus of human rights due diligence by a business enterprise.

Due diligence rules require a business entity to take a systematic approach to its investigation. In practice, due diligence regimes require a company to assign investigative responsibility within its organization to specific individuals or units, committing resources to the tasks of detection and investigation and ensuring that the people responsible for investigation have
access to the levels of the organization where decisions are made. In addition, a company is normally required to actively investigate, which includes identifying and communicating with stakeholders in order to identify human rights risks. Reporting mechanisms, grievance mechanisms, and protections for whistleblowers are integral to an organizational culture that has a proactive and systematic approach to seeking information and provide needed feedback from within and outside the business enterprise.

2. The Responsibility to Prevent and Mitigate
States should ensure that business enterprises take appropriate action to prevent potential negative impacts. The existing due diligence regimes in different national jurisdictions all require a business enterprise to prevent potential negative impacts of their activities and relationships. These rules require companies to give a high priority to risks with severe and possibly irreparable impact. In practice, a company’s options for appropriate preventive action with respect to human rights will depend on the particular activity involved, the risks it poses and the rights at issue.

Some risks arise from conditions that are beyond the power of one business enterprise alone to resolve through its own due diligence. Where this is the case, regulators in the past have taken into consideration industry-wide efforts to deal with those risks. States or intergovernmental organizations have used their convening power to initiate collective business efforts to improve ethical performance in value chains. However, most due diligence rules do not permit such efforts to obviate the basic requirement that a company take preventive and mitigating measures with respect to an identified violation. Such measures include cutting ties with a known source of risk, for example by divesting from a business enterprise or ending a contractual agreement with a supplier.

States regulate to ensure that business enterprises create a culture of prevention. Rules concerning due diligence often seek to promote an organizational culture in business enterprises that prevents violations. This usually includes a consistent record of adopting policies designed to prevent violations. Companies are required to elaborate, approve and disseminate, internally and externally, a policy explaining the business enterprise’s commitment to respect a standard set down in law. This should be accompanied by standards and procedures for employees or those acting on behalf of the business enterprise to follow. Specific individuals or units within a business enterprise should have clearly delineated responsibility for preventing specific harms or violations. These individuals or business units should be provided with the necessary access to decision makers and resources adequate to the task of prevention. There should be consistent enforcement of internal disciplinary measures, where applicable. In addition, awareness of particular risks can be raised within the business enterprise through general training of employees and the internal dissemination of information specific to certain operational contexts.

States should ensure that business enterprises inform the affected stakeholders of potential risks. Due diligence rules usually include prevention and mitigation measures that require companies to inform affected stakeholders of identified risks. This is the first step to developing measures to mitigate or remedy those harms or violations. Companies are required to
provide such information in a timely manner, preferably early in a decision-making process concerning business activities that present a risk. They are required to provide information in a manner that is easily accessible to affected stakeholders and other non-experts, to describe the activity at issue and include all the key elements of an action that might have an impact on the stakeholders. In addition, a company is required to provide information relevant to stakeholders in their consideration of how they might respond to the risks, such as how and when a decision will be taken by the company, what other organizations are involved, what government agencies have jurisdiction, and how people can find out more.

States regulate to ensure that business enterprises take appropriate action to mitigate harms or violations that have already occurred. Due diligence regimes in all jurisdictions are based on the idea that once a risk or harm has been identified, a business enterprise should develop options for appropriate mitigation. As in the case of preventive action, a business will have to consider the particular activity involved, the risks it poses and the rights at issue. Once a harm or violation has occurred, a business is required to implement mitigation measures to reduce the severity of impact of the harm or violation, or to remediate the harm or violation. Whenever possible, remediation should involve repairing the damage done (restitutio in integrum). Where there is irreparable damage, remediation may involve various forms of compensation, both monetary and non-monetary, for victims. In every case, companies should conduct remediation through processes that are transparent and perceived as legitimate by affected stakeholders. Internal or informal redress mechanisms should not foreclose stakeholder access to judicial remedies.

3. The Responsibility to Account
States should ensure that business enterprises report on their due diligence procedures. Due diligence rules usually require business enterprises to report to stakeholders. One of the functions of due diligence reporting requirements is to assure stakeholders, including investors and regulators, that a business has the proper procedures in place to manage certain risks. Due diligence rules normally specify the detail necessary for reporting and require such reporting on a regular basis (e.g. annually). In principle, a company’s due diligence reporting should be as detailed and transparent as possible including the company’s policies pertaining to human rights, a description of the due diligence procedures implemented within the firm, the identification of risks and the substance and process of mitigation measures implemented. However, there is at present significant variation in the rules concerning reporting, the mechanisms through which companies are required to report and the criteria as to what constitutes effective disclosure for the purposes of human rights due diligence.
V. Conclusion

The variety of legal and regulatory measures described above makes clear that due diligence is a concept that is widely used in national laws in a wide range of countries in all regions of the world, and across different legal traditions. Those national due diligence measures are consistent with the due diligence process described in the Guiding Principles. In addition, the concept of due diligence is found in areas of law that are either analogous to or directly relevant to human rights, such as labor rights, environmental protection, consumer protection, and anti-corruption. On the basis of State practice and international standards, it is possible to discern an emerging standard of due diligence practice that is familiar in many jurisdictions.

The diversity of legal traditions, the complexity of business activities, and the variety of human rights contexts at the national level, suggest that there will not be a single form of due diligence regulation that will be appropriate for every jurisdiction. In order to consolidate and strengthen existing protections, and to move forward in protecting the full range of human rights, States should make expanded use of well-established legal tools to require business due diligence for human rights, and to encourage compliance by creating appropriate incentives. Lawmakers and advocates have a diverse range of options for State action to choose from as they look for the most effective way to ensure that businesses respect human rights. To this end, the role of due diligence is to both clarify expectations of business and make it easier for regulators and the courts to assess compliance.

In light of the extensive State practice described above, the legal obstacles to regulating human rights due diligence by business must be considered to be rather low. However, extensive State practice with respect to due diligence as a method of regulation is not evidence of effective enforcement. States regularly impose civil, administrative or criminal sanctions on business entities for violations of standards set in law. The evidence points to frequent deployment of such sanctions with respect to human rights, such as labor rights, or analogous public goods, such as the environment, consumer protection, or anti-corruption. In all of these areas, due diligence is required by national legal systems as way to ensure compliance by business with a standard of care. Yet further investigation is necessary to elaborate specific combinations of enforcement that respond to particular risks to human rights from specific kinds of business activity. Such an analysis was beyond the scope of this project.

In addition to requiring business entities to respect human rights through the implementation of human rights due diligence, States should use regulation to create incentives for business to implement human rights due diligence. States should do so through their roles as regulators, purchasers, financiers and owners, to ensure the incentives for business are oriented towards encouraging business to respect human rights in general and to conduct due diligence in particular. There are a number of ways in which states should do this, including by rewarding compliance by business with preferential access to state support, through the various regulatory approval processes which states conduct, and via specific provisions in trade agreements.
The options described in the Report indicate at least four main regulatory approaches through which States can ensure human rights due diligence activities by business. Usually these approaches co-exist within the same jurisdictions and legal systems. The first approach imposes a due diligence requirement as a matter of regulatory compliance. States implement rules that require business enterprises to conduct due diligence, either as a direct legal obligation formulated in a rule, or indirectly by offering companies the opportunity to use due diligence as a defense against charges of criminal, civil or administrative violations. For example, the courts use business due diligence to assess business compliance with environmental, labor, consumer protection and anti-corruption laws. Similarly, regulatory agencies regularly require business due diligence as the basis upon which to grant approvals and licenses for business activities.

The second regulatory approach provides incentives and benefits to companies in return for their being able to demonstrate due diligence practice. For example, in order for business enterprises to qualify for export credit, labeling schemes or other forms of State support, States often require due diligence on environmental and social risks.

A third approach is for States to encourage due diligence through transparency and disclosure mechanisms. States implement rules that require business enterprises to disclose due diligence with the intention that markets and society will attempt to constrain any identified harms. For example, securities laws, consumer protection laws and reporting requirements for corporate social responsibility operate on the logic that information serves the interests and will prompt action by investors, regulators, and people who might be adversely affected by a business activity.

A fourth category involves a combination of one or more of these approaches. States regularly combine aspects of these approaches in order to construct an incentive structure that promotes respect by business for the standards set down in the rules and ensures that compliance can be assessed in an efficient and effective manner. For example, administrative rules governing environmental protection, labor rights, consumer protection or anti-corruption may require business due diligence as the bases for a license or approval, and may also require regular reporting disclosure of due diligence activities by business. Enforcement of such rules can combine a combination of administrative penalty (fines), criminal law sanctions and the possibility of civil action.

The principal conclusion of the Report is that States could make far greater use of legal tools to ensure business due diligence for human rights. The Report also concludes that States can better utilize their existing regulations as part of the goal to ensure companies to conduct human rights due diligence. Existing labor, consumer and environmental protection laws, for example, often serve to protect the human rights of various stakeholders and might offer opportunities to integrate human rights due diligence to existing regulatory regimes. In order to consolidate and strengthen existing protections, and to move forward in protecting the full range of human rights, States should look to the full range of regulatory options, including those presented in the body of this report, to ensure business respects human rights.
VI. Recommendations

• States should ensure that their legal systems extend existing criminal laws to business enterprises for crimes directly relevant to the protection of human rights, such as violent crimes and environmental crimes that may threaten the right to life or the right to health. Criminal liability should arise for the acts of the business enterprise as well as for failure to act with due diligence to prevent such crimes by its own conduct or by conduct of its employees or agents, or of the companies belonging to the corporate group throughout its operations globally.

• States should ensure that their legal systems provide for the civil liability against a business enterprise for causing a harm or prejudice to human rights, including by failing to act with due diligence to prevent such harms caused by its own conduct or by its employees or agents, or by the companies belonging to the corporate group throughout its operations globally.

• States should make greater use of administrative regulation to ensure business due diligence activities related to human rights. States can better utilize their existing regulations – such as those governing labor, environment, consumer protection, and other business activities over which they can exercise influence – by holding companies to account under administrative laws for their responsibility to respect human rights.

• States should ensure that their due diligence regimes accord with their duty to prevent their national territory from being used to cause violations of human rights on another State’s territory, including by private persons domiciled on their territory.

• States should ensure that victims have access to judicial remedies for human rights abuse, including access to both courts and regulatory processes. In addition, States should address the practical obstacles victims face in seeking judicial redress, such as the often prohibitive financial costs of litigation or the difficulty to obtain enforcement of judicial decisions in a State other than the forum State.

• Where criminal, civil or administrative law offers a business enterprise a defense based on its due diligence, States should ensure that such a defense is based on evidence that the enterprise concerned has adopted and applied measures that were adequate and effective in relation to the human rights risk. The mere presence of due diligence policies and procedures cannot be deemed sufficient to shield a company from liability. States should require that prosecutors, the courts, regulators and other State bodies engaging with business assess business due diligence practices in order to ensure that such measures were not intended primarily for the purposes of compliance “on paper” only, that management has not tolerated or wilfully ignored human rights violations, or that such measures were effectively designed to deal concretely with the human rights risk at issue.
• States should ensure that penalties imposed on companies are adequate in light of the nature of the human rights violation and the participation of the various persons involved, both legal and natural persons. In addition to any reparation to victims, options for penalties imposed on legal persons could include, for example, fines, revocation of licenses, exclusion from government support or investment, probation (such as independent observation, internal auditing or judicial supervision), the closing of the establishment where the offence was committed, or a judicial winding-up order.

• States should consider an appropriate mix of incentives and penalties in light of the human rights violation at issue and the national regulatory framework applicable to a particular business sector. The touchstone should be whether, in the context to which it applies, the particular mix of duties and incentives is reasonably effective in preventing human rights violations by business enterprises, or that businesses enterprises may have contributed to by their actions or omissions.

• States should ensure that the fiduciary “duty of care” obligation of directors of business enterprises is interpreted to support respect for human rights. States should ensure, under the law, that when directors act in accordance with their responsibility to respect human rights they are considered to be also acting consistent with their fiduciary duties to their shareholders.

• States should require human rights due diligence as the basis of approval of licenses and permits for specific projects or business activity, for instance by ensuring that human rights considerations are integrated into environmental impact assessments. States should make any form of support, for instance in the granting of loans or risk insurance for overseas development projects or for export activities, conditional on the integration of human rights due diligence. Similarly, States should require human rights due diligence from business enterprises in which they invest through State funds or in other forms.

• Public procurement schemes at all levels should include a requirement for companies to be able to show compliance with specified human rights due diligence standards, provided the human rights standards referred to are universally recognized and provided the assessment of compliance is made in an objective and impartial manner, and does not result in unjustified discrimination.

• States should grant trade preferences based in part on requiring businesses to be able to show compliance with specified human rights due diligence standard, provided the human rights standards referred to are universally recognized and provided the assessment of compliance is made in an objective and impartial manner, and does not result in unjustified discrimination.

• States should require businesses to publish or disclose their due diligence policies and practices, including human rights risks that have been identified and the prevention
and mitigation steps taken to address such risks. In general, States should require the disclosure of information necessary for regulators, investors and consumers and other stakeholders to assess business respect for human rights. More generally, by requiring companies to explain which steps they are taking to address a particular type of human rights risk, disclosure regulations play a vital role in the effectiveness and legitimacy of the overall due diligence regime. Without regulation of the means and methods of disclosure, the effectiveness, and therefore legitimacy, of a company’s human rights due diligence will remain in doubt.

- States should look to effective due diligence procedures at the national and international level for options in setting standards for business due diligence procedures. At a minimum, the standards they set for business due diligence procedures should be consistent the United Nations Guiding Principles on Business and Human Rights.
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Council of Europe, Civil Law Convention on Corruption art. 4, Apr. 11 1999. C.E.T.S. No. 174 (emphasis added).

Brazilian Código Civil, Art. 927 § ún. CC/2002.


55 Combating Trafficking in Human Beings for Labour Exploitation 85 (Conny Rijken ed. 2011).


57 In 2012, China’s Ministry of Commerce (MOFCOM) estimated that the government’s policy of promoting overseas direct investment by Chinese businesses, known as “Going Global,” had resulted in a total of 18,000 Chinese enterprises investing overseas, and a total of approximately 1.2 million Chinese people working overseas for either Chinese or foreign firms. Transcript of News Conference, MOFCOM, (March 14, 2012) available at http://english.mofcom.gov.cn/aarticle/newsrelease/press/201203/20120308015346.html.


60 Employees from within the member states of the EU, Switzerland, Norway, Iceland and Lichtenstein, may work in the Netherlands without a work permit (with exception for Bulgarians and Romanians). Third-country nationals however are only allowed to work when they are in the possession of a valid residency permit with the note “labor freely allowed,” a valid passport with an official residency sticker with the note “labor freely allowed,” or when the employer of the alien employee is in the possession of a work permit for his employee. Id.


2004) (“In addition to inspiring numerous ‘little NEPAs’ within the states of the United States, it has served as a template for domestic EIA legislation in over 130 nations around the globe.”)).


65 The public’s fear of waste chemicals at contaminated sites (akin to a growing sense that chemicals in drinking water, food, children’s garments, the atmosphere, lakes and rivers and the ocean were a serious threat to public health) has been described as “chemophobia.” In part, public apprehension was aroused by early press reports of “leaking” waste disposal areas, such as the ones appearing shortly after CERCLA was enacted describing sites given such names as “Love Canal” and “the Valley of the Drums.”


67 This due diligence activity can also extend to an examination of all waste disposal sites to which an enterprise sent waste in the past, since “generator” liability also passes to the merger partner or acquiring entity.


FATF rules call for CDD in the following circumstances: “(i) establishing business relations; (ii) carrying out occasional transactions: (i) above the applicable designated threshold (USD/EUR 15,000); or (ii) that are wire transfers in the circumstances covered by the Interpretive Note to Recommendation 16; (iii) there is a suspicion of money laundering or terrorist financing; or (iv) the financial institution has doubts about the veracity or adequacy of previously obtained customer identification data.” Id.

According to the FATF Standards: The CDD measures to be taken are as follows:

(a) Identifying the customer and verifying that customer’s identity using reliable, independent source documents, data or information.

(b) Identifying the beneficial owner, and taking reasonable measures to verify the identity of the beneficial owner, such that the financial institution is satisfied that it knows who the beneficial owner is. For legal persons and arrangements this should include financial institutions understanding the ownership and control structure of the customer.

(c) Understanding and, as appropriate, obtaining information on the purpose and intended nature of the business relationship.

(d) Conducting ongoing due diligence on the business relationship and scrutiny of transactions undertaken throughout the course of that relationship to ensure that the transactions being conducted are consistent with the institution’s knowledge of the customer, their business and risk profile, including, where necessary, the source of funds.

Id.


80 Id.


83 The consultations also revealed, however, that governments need to commit proper resources and implement regulatory requirements properly, in order for due diligence requests to be effective and useful. Legal experts cautioned that environmental impact assessments and other types of paper compliance reports are often not properly reviewed by government entities, and some states lack the institutional staff and resources to properly assess the nature of company submissions.

84 Guiding Principles, supra note 4, ¶ 17 (“Human rights due diligence should be initiated as early as possible in the development of a new activity or relationship . . .”).

85 Some examples of approval processes which require due diligence in domestic projects:

- Canada: The Environmental Assessment Act 2012
- Democratic Republic of the Congo: The Mining Code
- Ghana: The Mining Act
- India: The Environmental Protection Act
- India: The (Proposed) Land Acquisition Practices
- India: The 73rd Constitutional Amendment Act 1992
- Japan: Environmental Impact Assessment
- Nigeria: The Environmental Impact Statement and the Oil in Water Acts

Doubtless there are many more potential examples to be examined. One source estimates that over 130 countries have adopted an environmental assessment regime of one sort or another. Kersten, supra note 66.

86 Examples of due diligence requirements in overseas development include:

- The International Finance Corporation: The Multilateral Investment Guarantee Agency
- Canada: Export Development Canada
- China: Regulations and Guidelines on Safety Management of Overseas Enterprises and Personnel
- United States: The Export-Import Bank
- United States: Overseas Private Investment Corporation
See also Equator Principles (2006) available at http://www.equator-principles.com (Where a private financial institution that is a member of the Equator Principles is involved in the financing of an overseas project, it, too, is required to implement the IFC Performance Standards before committing to the financing. This is private voluntary association of financial institutions in the developed world.).


90 Id.


92 Id., art. 5, ¶ 6


97 For example, the International Financial Corporation (‘‘IFC’’) policies require it to embed all performance agreements, including mitigation measures, operating parameters, etc. into project approval documents, and the IFC itself monitors compliance with such agreements throughout the life of the project. Id.

98 Follow-up procedures should include, at a minimum: (1) loan documents that make non-compliance with mitigation measures events of default; (2) permit provisions for regular monitoring and reporting; (3) an open process for receiving and dealing with grievances from affected communities; and (4) adequate staffing and resources at the agency to review and investigate and follow up on instances of noncompliance. Id.

99 The term is used in the IFC Guidelines, which have extensive provisions dealing with the need to obtain acceptance of the project by such communities.

100 See OVERSEAS PRIVATE INV. CORP (“OPIC”), ENVIRONMENTAL AND SOCIAL POLICY STATEMENT, ¶ 5.7. (“For those projects with the potential for significant adverse impacts on Project Affected People, OPIC will confirm prior to project approval that: (1) the Appli-
cant has engaged the affected groups and communities as required under Performance Standard 1 and (2) there is Broad Community Support (See Glossary for the Project.”) (emphasis in the original).

101 Ley del derecho a la consulta previa a los pueblos indígenas u originarios, reconocido en el convenio 169 de la Organización Internacional del Trabajo, [Law of the right to prior consultation with indigenous or native peoples, recognized in the Convention 169 of the International Labour Organization], El Peruano 449529 art. 4, 7 de Septiembre de 2011 (Peru), available at www.congreso.gob.pe/ntley/Imagenes/Leyes/29785.pdf.

102 Id.

103 Id., art. 2


105 Id.; California Environmental Quality Act, PUB. RES. § 21000 (West 2012).

106 The titles of the eight Performance Standards are illustrative of the subjects that the IFC takes into account in its due diligence regime:

2. Together, the eight Performance Standards establish standards that the client is to meet throughout the life of an investment by IFC:

   Performance Standard 1: Assessment and Management of Environmental and Social Risks and Impacts
   Performance Standard 2: Labor and Working Conditions
   Performance Standard 3: Resource Efficiency and Pollution Prevention
   Performance Standard 4: Community Health, Safety, and Security
   Performance Standard 5: Land Acquisition and Involuntary Resettlement
   Performance Standard 6: Biodiversity Conservation and Sustainable Management of Living Natural Resources
   Performance Standard 7: Indigenous Peoples
   Performance Standard 8: Cultural Heritage

IFC, Performance Standards on Environmental and Social Sustainability, supra note 101.

107 Id.


109 IFC, Guidance Notes: Performance Standards on Environmental and Social Sustainability, Guidance Note 44 to Performance Standard 1 (2012):

   Business and Human Rights

   GN44. The key human rights concepts can be found in the International Bill of Rights, consisting of the Universal Declaration of Human Rights (UDHR), the International Covenant on Civil and Political Rights (ICCPR), and the International Covenant on Economic, Social and Cultural Rights (ICESCR).GN5 While states have the primary duty to implement the obligations contained in these instruments, private sector companies have a respon-
sibility to respect these human rights in their operations. Several important business and human rights analyses recently examined the relevance of rights in the International Bill of Rights to projects, and concluded that, while the possibility that businesses can impact all human rights expressed in the International Bill of Rights cannot be ruled out, there are certain rights that are of particular relevance to the conduct of business.


119 Hwangyeong Chinhwajeog in Jepum-ui Gumae ui Gyeogyeco e Ttala Haegdong

[Act to Promote the Purchase of Environmentally-Friendly Products], Act no. 10030, Feb. 4, 2010 (S. Kor.).

Pursuant to 48 C.F.R. § 22.1503 (2012) (“Absent any actual knowledge that the certification is false, the contracting officer must rely on the offerors’ certifications in making award decisions.”).


The Executive Order prohibits all contractors, subcontractors, and their employees from:

- Using misleading or fraudulent recruitment practices during the recruitment of employees, such as failing to disclose basic information or making material misrepresentations regarding the key terms and conditions of employment, including wages and fringe benefits, the location of work, living conditions and housing (if employer provided or arranged), any significant costs to be charged to the employee, and, if applicable, the hazardous nature of the work;
- Charging employees recruitment fees;
- Destroying, concealing, confiscating, or otherwise denying access by an employee to the employee’s identity documents, such as passports or drivers’ licenses; and
- Failing to pay return transportation costs upon the end of employment, for an employee who is not a national of the country in which the work is taking place and who was brought into that country for the purpose of working on a U.S. Government contract or subcontract.


Id.


“Assisted” includes projects financed in whole or in part by loans, grants, or guarantees from the United States. 29 C.F.R. § 5.2(o) (2012).

Services are covered by a similar act, the Service Contract Labor Act, 41 U.S.C.A. § 6702 (West 2012).

137 29 C.F.R. § 5.5(a)(6).
138 E.g., 29 C.F.R. § 5.5(a)(6) (2012); Ball, Ball & Brosamer, Inc. v. Reich, 24 F.3d 1447, 1453 n.2 (D.C. Cir. 1994) (“As the prime contractor, Ball was equally responsible for the repayment of unpaid wages to Red Rock’s workers.”); Northern Colorado Constructors, Ltd., WAFC Case No. 86-31 (Dec. 14, 1987) (“the Davis-Bacon Act itself creates a contractual obligation on the part of the prime contractor to pay the sums which its subcontractor owes to the subcontractor’s employees”); Nat'l Fire Ins. Co. of Hartford v. Fortune Const. Co., 320 F.3d 1260, 1276 (11th Cir. 2003) (Federal regulations applicable to contracts and subcontracts under the Davis-Bacon Act provide, “[t]he prime contractor shall be responsible for the compliance by any subcontractor or lower tier subcontractor. . .”).
139 29 C.F.R. §§ 5.5-6.
142 Id.
143 Id.
145 Id.
146 Id.
147 OECD, Council Recommendation on Common Approaches on Environment and Officially Supported Export Credits, TAD/ECG (June 12, 2007).
148 An illustrative list of Category A projects is appended to the Common Approaches, and includes, among others, thermoelectric power plants, large dams, nuclear fuel production facilities, asbestos extraction and processing, oil refineries, large logging and mining projects, projects in sensitive areas and projects involving the involuntary resettlement of a significant number of affected people. Id.
149 The Authors thank Matthias Sant’Ana for assistance in this section; The OECD published a review of member states’ practice in 2010, which concludes that “whilst Members’ environmental review systems continue to vary and some Members have little or no experience of dealing with projects with potential adverse environmental impacts, the majority of Members have systems in place for reviewing applications for official support that are broadly compliant with the requirements of the 2007 Recommendation. However, some differences in systems still exist, e.g. with regard to screening applications, reviewing projects for their potential environmental impacts, benchmarking against host and international standards, and making project and environmental impact information publicly available.” OECD Working Party on Export Credits and Credit Guarantees, Export Credits and the Environment: 2010 Review of Members’ Responses to the Survey on the Environment and Officially Supported Export Credits, at 2, TAD/ECG (Dec. 10, 2010) 10.


154 This information was provided by L. van der Bur, Dutch Ministry of Foreign Affairs, Department of Sustainable Economic Development.


161 *Id.*, art. 3.

162 *Id.*, art. 4 §1.

163 *Id.*, art. 6.


165 *Id.*, art. 2(f) (“Codes of conduct” are defined as “an agreement or set of rules not imposed by law, regulation or administrative provision of a Member State which defines the behavior of traders who undertake to be bound by the code in relation to one or more particular commercial practices or business sectors.”).

166 *Id.*, art. 6(1)(b).


168 *Id.*, at art. 2(g) (The “code owner” is “any entity, including a trader or group of traders, which is responsible for the formulation and revision of a code of conduct and/or for monitoring compliance with the code by those who have undertaken to be bound by it.”).

169 *Id.* art. 10.

80 ENDNOTES

The case involved German discounter Lidl and its advertising of participation in the Business Social Compliance Initiative (BSCI); http://www.ecchr.de/lidl-case/articles/lidl-retracts-advertisements.html.

Only consumer agencies have standing under the UWG. The VZ HH was supported by the European Center for Constitutional and Human Rights and the German Clean Clothes Campaign. http://www.ecchr.de/index.php/lidl-case.html.


Id., § 17.


Regulation (EC) No. 1221/2009, art. 12(1)(a). In addition, registration into the EMAS scheme shall only be granted if “there are no relevant complaints from interested parties or complaints have been positively solved.” Id., art. 13(2)(d)).


This committee for socially responsible production comprises 8 members appointed by the relevant ministerial departments, 2 representatives of employers, 2 representatives of workers’ unions, 2 representatives of consumer organizations, and 2 representatives of development NGOs. Id.

This auditing has two components, one ‘documentary’ component (research based on all available sources of information about the production process of the particular good or service) and one ‘visit’ component (based on site visits including interviews with employees or suppliers, for instance). See Arrêté ministériel du 7 avril 2003 approuvant le règlement d’ordre intérieur du Comité pour une production socialement responsable [Ministerial Decree of 7 April 2003 approving the rules of procedure of the Committee for socially responsible production], MONITEUR BELGE [M.B.] [Official Gazette of Belgium], Aug. 28, 2003.


Id., art. 13.

Id., art. 3.

An unofficial translation of the reporting provision of the amended Financial Statement Act (section 99a) and the explanatory comments is provided at the Danish Government’s CSR website at http://www.csrgov.dk/graphics/Samfundsansvar.dk/Dokumenter/Proposal Report On Social Resp.pdf.

Canada Business Corporations Act, R.S.C. 1985, c. C-44, § 155(1). Unlike any other major federation, Canada does not have a central securities regulatory authority. Provincial and territorial securities commissions work together through the Canadian Securities Administrators.


Financial statements are to be prepared in accordance with “Generally Accepted Accounting Principles” (GAAP) in accordance with the handbook of the CICA. Canadian Institute of Chartered Accountants, Accounting Handbook, available at http://www.cica.ca/publications/cica-handbook/index.aspx.
A company that is covered by the California Supply Chain Transparency Act must disclose whether it:

(1) Engages in verification of product supply chains to evaluate and address risks of human trafficking and slavery. The disclosure shall specify if a third party did not conduct the verification.

(2) Conducts audits of suppliers to evaluate supplier compliance with company standards for trafficking and slavery in supply chains. The disclosure shall specify if the verification was not an independent, unannounced audit.

(3) Requires direct suppliers to certify that materials incorporated into the product comply with the laws regarding slavery and human trafficking of the country or countries in which they are doing business.

(4) Maintains internal accountability standards and procedures for employees or contractors failing to meet company standards regarding slavery and trafficking.

(5) Provides company employees and management, who have direct responsibility for supply chain management, training on human trafficking and slavery, particularly with respect to mitigating risks within the supply chains of products.

In the event the Company does not have an Internet Web site, consumers shall be provided the written disclosure within 30 days of receiving a written request for the disclosure from a consumer.
Id., at § 1502(c)(4) (“conflict mineral” is defined as: “(A) columbite-tantalite, also known as coltan (the metal ore from which tantalum is extracted); cassiterite (the metal ore from which tin is extracted); gold; wolframite (the metal ore from which tungsten is extracted); or their derivatives; or (B) any other mineral or its derivatives determined by the Secretary of State to be financing conflict in the Democratic Republic of the Congo or an adjoining country. The term does not include minerals that were outside of the Covered Countries prior to January 31, 2013, nor to any minerals that are derived from scrap or recycled materials.”).

Id., § 1502(e)(1) (“adjoining country” or “covered country” is defined as “a country that shares an internationally recognized border with the DRC, which presently includes Angola, Burundi, Central African Republic, the Republic of the Congo, Rwanda, South Sudan, Tanzania, Uganda, and Zambia.”).


Id.

Id., § 13(p) (requires the information disclosed by the issuer to be available to the public on its Internet Web site).

The final rule requires that an issuer’s due diligence follow a nationally or internationally recognized due diligence framework. The OECD’s “Due Diligence Guidance for Responsible Supply Chains of Minerals from Conflict-Affected and High-Risk Areas” [see the accompanying Example in this Appendix] satisfies the SEC’s criteria and may be used as a framework for purposes of satisfying the final rule’s requirement that an issuer exercise due diligence in determining the source and chain of custody of its conflict minerals. See, OECD (2011), OECD Due Diligence Guidance for Responsible Supply Chains of Minerals from Conflict-Affected and High-Risk Areas, OECD Publishing. http://dx.doi.org/10.1787/9789264111110-en.

The audit’s objective, as expressed in the preamble, is “to express an opinion or conclusion as to whether the design of the issuer’s due diligence framework as set forth in the Conflict Minerals Report, with respect to the period covered by the report, is in conformity with, in all material respects, the criteria set forth in the nationally or internationally recognized due diligence framework used by the issuer, and whether the issuer’s description of the due diligence measures it performed as set forth in the Conflict Minerals Report, with respect to the period covered by the report, is consistent with the due diligence process that the issuer undertook.”

Guiding Principles, supra note 4.


As explained in the Commentary to the OECD Guidelines for Multinational Enterprises, op. cit., ¶ 43, “Business relationships include relationships with business partners, entities in its supply chain, and any other non-State or State entity directly linked to its business operations, products or services.”

Id., at Commentaries to ¶¶ 21-23. With respect to leverage, or the ability to influence suppliers and other business partners, the OECD Guidelines on Multinational Enterprises provides concrete examples of possible responses:

21. The Guidelines recognise that there are practical limitations on the ability of enterprises to effect change in the behaviour of their suppliers. These are rela-
ted to product characteristics, the number of suppliers, the structure and complexity of the supply chain, the market position of the enterprise vis-à-vis its suppliers or other entities in the supply chain. However, enterprises can also influence suppliers through contractual arrangements such as management contracts, pre-qualification requirements for potential suppliers, voting trusts, and licence or franchise agreements. Other factors relevant to determining the appropriate response to the identified risks include the severity and probability of adverse impacts and how crucial that the supplier is to the enterprise.

22. Appropriate responses with regard to the business relationship may include continuation of the relationship with a supplier throughout the course of risk mitigation efforts; temporary suspension of the relationship while pursuing ongoing risk mitigation; or, as a last resort, disengagement with the supplier either after failed attempts at mitigation, or where the enterprise deems mitigation not feasible, or because of the severity of the adverse impact. The enterprise should also take into account potential social and economic adverse impacts related to the decision to disengage.

23. Enterprises may also engage with suppliers and other entities in the supply chain to improve their performance, in cooperation with other stakeholders, including through personnel training and other forms of capacity building, and to support the integration of principles of responsible business conduct compatible with the Guidelines into their business practices. Where suppliers have multiple customers and are potentially exposed to conflicting requirements imposed by different buyers, enterprises are encouraged, with due regard to anti-competitive concerns, to participate in industry-wide collaborative efforts with other enterprises with which they share common suppliers to coordinate supply chain policies and risk management strategies, including through information-sharing.


221 Indeed, various human rights bodies have noted that States should “prevent third parties from violating [human rights] in other countries, if they are able to influence these third parties by way of legal or political means, in accordance with the Charter of the United Nations and applicable international law.” See, e.g., Comm. on Economic, Social and Cultural Rights, General Comment No. 14 (2000), The right to the highest attainable standard of health (article 12 of the International Covenant on Economic, Social and Cultural Rights), U.N. Doc. E/C.12/2000/4 (2000), ¶ 39; or Comm. on Economic, Social and Cultural Rights, General Comment No. 15 (2002), The right to water (arts. 11 and 12 of the International Covenant on Economic, Social and Cultural Rights), U.N. Doc. E/C.12/2002/11 (26 November 2002), ¶ 31, specifically in regard to corporations, the Committee on Economic, Social and Cultural Rights has further stated: “States Parties should also take steps to prevent human rights contraventions abroad by corporations that have their main seat under their jurisdiction, without infringing the sovereignty or diminishing the obligations of host states under the Covenant.” Comm. on Economic, Social and Cultural Rights, Statement on the obligations of States Parties regarding the corporate sector and economic, social and cultural rights, ¶ 5 U.N. Doc.
222 Trail Smelter Case (United States v. Canada), 3 R.I.A.A. 1905 (1941); see also dissenting opinion of Judge Weeramantry to the Advisory Opinion of the International Court of Justice on the Legality of threat or use of nuclear weapons in which, referring to the principle that “damage must not be caused to other nations,” Judge Weeramantry considered that the claim by New Zealand that nuclear tests should be prohibited where this could risk having an impact on that country’s population, should be decided “in the context of [this] deeply entrenched principle, grounded in common sense, case law, international conventions, and customary international law.” Legality of Threat or Use of Nuclear Weapons, Advisory Opinion, 1996 I.C.J. 103 (July 8).

223 In the Corfu Channel Case, while accepting that an activity cannot be imputed to the State by reason merely of the fact that it took place on its territory, the International Court of Justice nevertheless noted that “a State on whose territory or in whose waters an act contrary to international law has occurred, may be called upon to give an explanation:” where the State knew or ought to have known that activities unlawful under international law (i.e., activities that would constitute a violation of international law if they were imputed to the State in question) are perpetrated on its territory and cause damage to another State, the first State is expected to take measures to prevent them from taking place or, if they are taking place, from continuing. Corfu Channel (U.K. v. Alb.), 1949, I.C.J. 4, 18 (April 9). The fact of territorial control also influences the burden of proof imposed on the claiming State that the territorial State has failed to comply with its obligations under international law. Although “it cannot be concluded from the mere fact of the control exercised by a State over its territory and waters that that State necessarily knew, or ought to have known, of any unlawful act perpetrated therein, nor yet that it necessarily knew, or should have known, the authors,” nevertheless “the fact of this exclusive territorial control exercised by a State within its frontiers has a bearing upon the methods of proof available to establish the knowledge of that State as to such events. By reason of this exclusive control, the other State, the victim of a breach of international law, is often unable to furnish direct proof of facts giving rise to responsibility. Such a State should be allowed a more liberal recourse to inferences of fact and circumstantial evidence. This indirect evidence is admitted in all systems of law, and its use is recognized by international decisions. It must be regarded as of special weight when it is based on a series of facts linked together and leading logically to a single conclusion.” Id.

224 Ian Brownlie, SYSTEM OF THE LAW OF NATIONS: STATE RESPONSIBILITY 165 (1983). See also Nicola Jägers, CORPORATE HUMAN RIGHTS OBLIGATIONS: IN SEARCH OF ACCOUNTABILITY 172 (2002) (deriving from “the general principle formulated in the Corfu Channel case — that a State has the obligation not knowingly to allow its territory to be used for acts contrary to the rights of other States — that home State responsibility can arise where the home State has not exercised due diligence in controlling parent companies that are effectively under its control.”).

225 See supra note 57.

226 See supra note 58.

227 Id.

Id.


Rechtbank ’s-Gravenhage 30 december 2009, JOR 2010, 41 m.nt. Mr. RGJ de Haan (Nigerians/Shell) (Neth.).


This Section draws on due diligence procedures outlined in domestic statutes described in Section II and in examples received by the Authors.

Examples of such efforts include the Fair Labor Association (textiles), the Voluntary Principles on Security and Human Rights (extractive industries) and the process that led to the OECD Due Diligence Guidance for Responsible Supply Chains of Minerals from Conflict-Affected and High-Risk Areas (also extractive industries).